
Cybersecurity Assessment



Improve

Assess
Review of the actual state of 

the technical environment and the 

organization.
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The journey to a secure IT environment - Our approach 

Cybersecurity Assessment

Improve

Harden
Implementation of very 

important and further 

measures, which were not 

included in the Improvement 

phase. 

Train

Train
Awareness training and 

education for employees, 

management, specialist 

groups, etc.

Harden

Implementation of urgent 

measures and quick wins 

identified in the assessment.  

Recommended next steps



Cybersecurity Assessment – Where are we today? 

Business value

• With the Cybersecurity Assessment, we can help you establish processes to reduce cyber risks. 

• We identify unmanaged devices, discuss risk mitigation policies and controls, and address any immediate 

vulnerabilities you have. 

• You will receive a comprehensive report with recommended actions for risk mitigation

Deliverables

• Workshop for preliminary analysis, review of actual situation and general conditions

• Installation and configuration of the CSA toolkit, scan of the environment, questionnaire, data analysis

• Creation of a report (maturity assessment, recommendations and action plan)

• Debriefing

Methodology – Best Practice CSA-Toolkit: 

The Cybersecurity Assessment Toolkit (CSAT) has a low administration overhead. The toolkit runs on the customer's 

server and the collected data does not leave the customer’s environment. For example, the CSAT collects data from 

endpoints, Active Directory, Microsoft 365 and Intune.

Workshop

CSAT

Maturity rating

Action plan

Recommendations

3



about isolutions

your IT security partner



In Bern, Zürich und Basel 

there for our customers, 

as well as with a branch 

office in Barcelona

Culture Transformation 

& Change Management 

Leading exclusive Microsoft 

service provider in 

Switzerland

>150 
employess

4
locations

1999
foundation

More than
Technology

- FSI

- Energy

- Public

- Industry

16x
Gold Status

Average growth rate of 25%-

30%

Owner-managed and 

independent since 1999

Measurable added value 

thanks to focus on industries 

and business benefits 
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Cloud Services

Business Solutions

Modern Work

Dynamics 365

Workplace as a Service (WaaS)

Cloud Migration

(Server and Workplace)

Cloud Security 

Infrastructure as a Service

Partnership: Sunrise 

Modern Collaboration 

Office 365 Governance & 

Adoption

Document Management

(e. g. QMS, Contract Mgmt.)

Intranet Solutions

Marketing, Sales, Service

Process Optimization

Analytics and Diagnostic

Consulting Services

Application Modernization

Artificial Intelligence

IoT Solutions

Power Apps

isolutions: your one-stop-shop for your Microsoft plattform
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For the IT security of our customers (selection) 

50’000+
protected identities
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Country Partner 

of the Year 2019

isolutions wins the award 

"Microsoft Partner of the Year 

2020" in the category 

«Modern Work & Security»



Terms & conditions



Conditions

• The General Terms and Conditions of isolutions AG 

apply, which are available (see 

https://www.isolutions.ch/agb for details)

• For the use of the CSTA Tool, the license conditions 

according to 

https://cybersecurityassessmenttool.com/privacy-

statement/ apply. 

• The services provided by isolutions are invoiced 

monthly according to expenditure.

• The payment period is 30 days net. All prices are in 

CHF and exclude the legal value added tax.

• This offer is valid for 30 days.
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https://www.isolutions.ch/agb


Disclaimer

This document and the information contained 

therein may only be used for the purpose of 

evaluating the offer made by isolutions in 

connection with which this document was made 

available. 

The document contains trade and business secrets of 

isolutions or third parties who have authorized 

isolutions to use and disclose this information. The 

information may only be processed by the 

responsible persons within the recipient's internal 

organization. 

This document and the information contained 

therein may only be made accessible to third 

parties with the written consent of isolutions. If the 

underlying offer is not accepted, this document and 

any copies made thereof must be returned to 

isolutions upon first request.

The brands, trademarks etc. used in this offer, 

including the isolutions name and logos, are the 

property of the respective legal owners and may 

not be used without their consent.




