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Typical attacks. 

The 5 most common types of attacks.

Brute Force

Attackers attempt to compromise a username and password with constant 

repetition.

Spear Phishing

Attackers try.B to steal username and password from users via a link to a fake 

login page.

Malware

Attackers transmit malware, mostly via email, and can take control of the 

attacked computer after the malware is run.

Angriff auf unsichere Netzwerke

Attackers sneak into unsecure networks (e.B home office) to cut data transfers 

and steal information.

Insider Risiko

Cyber attack does not start from the outside, but a user with access to the resources 

launches an attack (data theft, compromising systems, etc..).
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IT Security & Compliance.

Service Portfolio.
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IT Security & Compliance. We support you in building 

up & managing IT security skills.

▪ IT Security Awareness

▪ Social Engineering

People Technology Processes

▪ IT Seal (Phishing Awareness)
Associated 

Partners

Offerings

IT Security Strategy

Roadmap & Assessment

Operational Execution & Implementation

Change & Project Management

▪ Identity & Access 

Management

▪ Threat Protection

▪ Information Protection

▪ Penetration Testing

▪ IT Security Management

▪ IT Security Assessment

▪ IT Security Incident 

Management

▪ EU-DSGVO Compliance
▪ Microsoft


