Bl HUB

PRE-REQUISITES

INSTALL AZURE CLI

Available in Windows, macOS, and Linux platforms via this link, this gives you access to run the Azure
Command-line interface (CLI)

CREATE A SUBSCRIPTION

1. Go to https://ms.portal.azure.com/#thome
2. Search for Subscriptions

1} Reportabug jel subsd

Services |

|
_|_ . Event Grid Subscriptions I

[F4] Resource groups |

Azure services

Create a
resource € Manage subscriptions in the Billing/Account Center I

Resources |

3. Select Add
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4. If you have access to multiple billing accounts, select the billing account for which you want
to create the subscription
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5. Fill the form and click Create


https://docs.microsoft.com/en-us/cli/azure/install-azure-cli?view=azure-cli-latest
https://ms.portal.azure.com/#home

CREATE A RESOURCE GROUP

1. Search for Resource Group in the Azure Portal’s Search bar and click on Resource Groups

Home > Services
Resource groups < [*4] Resource groups
Microsoft

Subscriptions
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2. Click on Add and Select the subscription on which you want to create the resource group.
Give the Resource Group a name and select a region that’s suitable as per your need
3. Click on Review + Create to create your resource group

Home » Resource groups >

Create a resource group

.
Basics Tags  Review + create

Resource group - A container that holds related resources for an Azure solution. The resource group can include all the
resources for the solution, or only those resources that you want to manage as a group. You decide how you want to
allocate resources to resource groups based on what makes the most sense for your organization. Learn more [4
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CREATE A NEW AZURE ACTIVE DIRECTORY APP

6. Go to https://ms.portal.azure.com/#home
7. Open the App Registration page by clicking on this link and click on New Registration

Home >

App registrations =

New registration @ Endpoints ﬁTl'oubIeshooTing w+ Download (Preview)



https://ms.portal.azure.com/#home
https://ms.portal.azure.com/#blade/Microsoft_AAD_RegisteredApps/ApplicationsListBlade

8. Register your app by providing any name for it and click on Register

Home > App registrations >

Register an application

* Name

The user-facing display name for this application (this can be changed later).

| weBlHUg] ¥

Supported account types

Who can use this application or access this API?

.’3_\' Accounts in this organizational directory only (Microsoft only - Single tenant)

O Accounts in any organizational directory (Any Azure AD directory - Multitenant)

O Accounts in any organizational directory (Any Azure AD directory - Multitenant) and personal Microsoft accounts (e.g. Skype, Xbox)

O Personal Microsoft accounts only

Help me choose..

Redirect URI (optional)

We'll return the authentication response to this UR after successfully authenticating the user. Providing this now is optional and it can be
changed later, but a value is required for most authentication scenarios.

Web ~ ‘ | e.g. htips://myapp.com/auth

By proceeding, you agree to the Microsoft Platform Palicies !
Register

9. Go to APl Permissions tab of your newly created app and provide access to the following API

permissions:
W Azure Active D e
Delegated  Sign in and read user profile . @ Granted for MAQ Softw,,  **+
Delegated  Read all users’ basic profiles - @ Granted for MAQ Softw, ==+
Files.ReadWrite. Al Delegated  Have full access to all files user can access . © Granted for MAQ Softw, . *»+
Files.ReadWrite AppFolder Delegated  Have full access to the application's folder (preview) v @ Granted for MAQ Softw,, ==
User.Resd Delegated  Sign in ang read user profile - © Granted for MAQ Softw,, =+
User.ReadBasic.A) Delegated  Read all users' basic profiles 2 @ Granted for MAQ Softw_,  *=
\ Power Bl Service (6 e
board Read All Delegated  View all dashboards - @ Granted for MAQ Softw_,  =*+
Dashboard ReadWrite. Al Delegated  Read and write all dashboards - @ Granted for MAQ Softw_  *=
ReportRead All Oelegated  View all reports - @ Granted for MAQ Softw_ *=+
Report ReadWrite Al Delegated  Read and write all reports - @ Granted for MAQ Softw,,  *++
Workspace Read All Delegated  View all workspaces - @ Granted for MAQ Softw, ==+
Workspace.ReadWrite Al Oelegated  Read and write all workspaces - @ Granted for MAQ Softw,  +=«

CREATE A CLIENT SECRET KEY FOR YOUR APP

This secret will be used as a password for the PowerShell script which we will run. To create
Client Secret:

1. Go to your app and from the Manage section, click on Certificates and Secrets



2. Click on New client secret and enter the name you want for your key and choose a date

when the key will expire (preferably a few years later) as it is necessary
[ = —

B4l | Certificates 8 secrets =

3. Click on save and a key will be generated in the Value column of Client secrets section
4. Click on the Overview section to see your application’s Application ID (app ID or client
ID)

Microsoft | App registrations

L Hub =#
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Manage ¥ Essentials

5. This Client ID will be used as the username for running all the CLI commands from
PowerShell. The client secret key which we got from Step 3 will be the password

GIVE THE APP ACCESS TO THE RESOURCE GROUP:

1. Go to Access Control section of the resource group which you want to provide the app
access to
2. Click on Add-> Add role assignment

Edit columns () Refresh

nts  Roles Deny assignments Classi

this subscription

Events

3. Inthe role assignment bar on the left, Select the Role as Owner and select Azure ad user,
group, or service principal in Assign access to. Search with the client ID of the app in the
Select column and click on save to assign Owner access to the app



Add role assignment
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CREATE A POWER Bl WORKSPACE:

1. Go to https://msit.powerbi.com/
2. Select Workspaces > Create workspace
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Subscribe

@ My workspace
ur data

jol

Workspaces

Leadership

S H @ % B

Mark & Project T...
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A
3. Here it will automatically create an upgraded workspace unless you opt to Revert to classic.
If Revert to classic is selected, it creates a classic workspace based on a Microsoft 365 group
4. Give the workspace a unique name and click on Save

GIVE ACCESS TO YOUR WORKSPACE

1. People accessing Bl Hub should have access Power Bl workspace as we follow user owned
data approach


https://msit.powerbi.com/

2. Anyone with an admin role in the Workspace can provide access, admin on the workspace
content list page, you see Access

+ Create £33 Settings P Publish app

3. Select Add to add security groups, distribution lists, Microsoft 365 groups, or individuals to
these workspaces as admins, members, contributors, or viewers. Click on Close

R Access

Sales and Marketing sample
Add admins, members or contributors. Learn more
| Bianca Pisani X Brian Johnson (TAILSPIN) X Enter email addresses

§ Member v

Admin

Contributor
Viewer

Megan Bowen Admin

Close

Note: Published applications should be single tenant application only. To know more about
publishing app, visit this link


https://docs.microsoft.com/en-us/power-bi/collaborate-share/service-create-distribute-apps

