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Key elements of our cloud security assessment
Overview & Scope Setting Pre-Assessment Identify/Discover Risks Mitigation

Questionnaire Provide a documented

evaluation of your cloud
security posture

Provide an overview of
the engagement covering
vision and objectives,
requirements, next steps,
and actions.

This helps you consider
your own cloud usage
and adoption. It looks at
your current security
requirements and
objectives, and the
regulations that your
organization requires
(HIPPA, SOX, GDPR).

This questionnaire helps
provide the security
context for our experts
to provide useful
recommendations and
guidance.

Explain the major findings
and make mitigation
Learn the Microsoft recommendations
Security Story and why
they are the largest
security company on
the planet.

Learn about the global
threat telemetry they
receive and how they are
using Artificial Intelligence
to share this data across
more than 200 brands.

Organize the findings into
high, medium, and low
categories to identify

Create security awareness.

What Netwoven provides in this assessment

immediate issues to address.

Recommendations

Explain our methodology

to implement high, medium,
and low changes to further
secure the environment.

Provide a enterprise security
roadmap of how best to
address the issues identified.

Review why periodic
evaluations are required.
Security is not a finish
line to cross, but an
ongoing journey.

Scheduling an initial assessment before moving production users and data into the Office 365 tenant is recommended, if

possible, for the following reason. Completing an initial assessment would ensure that the Office 365 tenant has the
customer’s required security configuration before adding users and data. Doing so may reduce the risk of a breach prior by
implementation of the security controls informed by the actions indicated from outcome of Microsoft 365 Secure Score.

do the best job to secure your data, we have the experts to ensure your efforts
will be successful.

We use proven tools and processes for identifying the most critical controls that
should be applied in your environment. We rely on our years of experience in
working with organizations of many sizes and industries to provide you with

Whether you are planning a migration to Office 365 and want to plan your security
policies and procedures correctly, or you are already using Office 365 and want to

guidance in prioritizing and implementing those controls in phases. This minimizes
disruptions to your employees. We provide an end-to-end approach that includes

an organizational assessment, detailed review of the assessment and
recommendations on next steps. Plus we provide best practices on how to
successfully implement Office 365 security features.

Because security is a continuous process, we also offer a monthly service that will
provide you with a review of the current security recommendations you should
address to help improve your security.

What's next?

Your secure score Include

Secure Score: 31%

32/103 points achieved

45%

Breakdown points by: Category
Identity

Data 80%

Device No data to show

Apps 15%

—
Infrastructure No data to show

Points achieved Opportunity
PP Y

Netwoven offers an optional Monitor the Office 365 Cloud service to continually monitor and manage the security of your

environment. Security is not a finish line, but rather a journey that we are on together. Let us be your trusted security
consultants and monitoring team. Learn more at https://www.netwoven.com/consulting/security-and-compliance/
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