
Safety and Integrity
Through Trusted Files.

Glasswall is a file regeneration and analytics company and a
leader in the field of Content Disarm and Reconstruction (CDR).

How Glasswall Works

Glasswall regenerates a file to a safe standard of ‘known good’, enforcing the 
format’s structural specification and eradicating high-risk active content.
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66% of advanced malware launches by opening an attachment. 
(Source:	Verizon)

Every 4.2 seconds a new malware variant is created.
(Source:	G	Data)

69% of organisations say threats they face can’t be stopped
by anti-virus.
(Source:	Cisco	2018	Cyber	Security	Report)

Glasswall	Use	Cases		
The	most	advanced	CDR	solution	for	any	file	or	document-based	business	process.	

▪ Seamless onboarding

▪ Pricing at £1 or $1.30 per user, per month

▪ Protect on from advanced threats and ransomware
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