
Move consulting help enterprises on security and Identity Management in Microsoft based 
solutions. Identity Management is an area Microsoft uses a lot of resources to continuously 
develop robust solutions that secure your business. The cost is low compared to the security 
level you achieve, and it complements other services to enhance your security even better.. 

Microsoft Cloud Security: 
Identity 1- Day Workshop 

What is Conditional Access?
The modern security perimeter now extends beyond an organization's network to include user and 
device identity. Organizations can utilize these identity signals as part of their access control decisions.
Conditional Access is the tool used by Azure Active Directory to bring signals together, to make 
decisions, and enforce organizational policies. Conditional Access is at the heart of the new identity 
driven control plane.

What is Privileged Identity Management
Privileged Identity Management (PIM) is a service in Azure Active Directory (Azure AD) that enables you 
to manage, control, and monitor access to important resources in your organization. These resources 
include resources in Azure AD, Azure, and other Microsoft Online Services such as Microsoft 365 or 
Microsoft Intune.

With this assessment you will receive
Presentation of security features in Microsoft
• Conditional access
• Introduction to Azure Active Directory
• Privileged identity management
• Role based access control
• Self service password reset

www.move.no

Move has more than 30 years of experience in digitalization and transformation projects. We are in close cooperation 
with all the leading tech vendors. We are brand agnostic and pride ourselves on giving our customers the best advice 

based on their needs and the technology available. 
.


