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Signicat Sign Portal brings 
Signicat’s powerful electronic 
signing offering available to 
organizations of any size. 

The portal facilities signing of contracts, 
agreements and other important documents and 
offers verified electronic signatures through one 
simple online interface. 

Signicat Sign Portal has been designed with ease 
of use in mind. Getting started with the solution 
does not require installing any software on your 
computer, or integrations. All you have to do is 
choose the subscription type, create an account 
and begin using the portal.

Get started now
No integration or installation required

Simple, yet advanced
Ease of use meets highest level of data 
security

Signatures you can trust
Leverages Nordic eIDs for legally-binding 
contracts

Mobile-friendly
Allow your customers to sign anywhere, 
any time

How it works

Signicat Sign Portal verifies the identity of the 
signer by connecting to electronic ID’s (eID), 
such as BankID, NemID and Mobiilivarmenne. 
This gives you the security of knowing who 
signed the document and when this happened, 
and allows you to safely digitise signing of even 
the most important and sensitive documents, 
without the need to print and scan, or send any 
papers in the mail. 

Use case examples

        Sales
Agreements: customers, reseller, 
partner, support, licenses, renewals.

        Legal and Compliance
Non-disclosure agreements, data 
processing agreements.

        Administration and finance
Approval forms, rental agreements, 
procurement. 

        HR
Employment contacts, enrolment in 
benefits schemes, non-disclosure 
agreements.
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Security and compliance

Signed documents can be downloaded 
as PAdES for full audit trail and evidence 
package.

eIDAS: Signicat is a Qualified Trust Service 
Provider (QTSP) for issuing Time-Stamps.

Hosted in public cloud (Azure), or private 
cloud (Basefarm) for enhanced security and 
compliance.

Signicat acts as a data processor on behalf 
of the data controller (user), and has a DPA 
in place regulating the processing of data 
performed in the solutions used.

Configurable data retention policy: automatic 
and ad hoc data deletion available.

Support for secure transfer of signed 
documents to the recipients/signatories. 

Signicat Sign or Signicat Sign Portal – Which is right for you?

Number of users

Integration

Whitelabeling

Workflow 
customization

Available signing 
methods

Ideal use cases

Time to deployment

Standard subscription (Professional) 
includes 10 seats. Additional seats can 
be purchased. 

No integration is required: Online portal 
can be accessed on a browser on a PC 
or mobile device. 

Selected elements can be 
whitelabeled. For example custom 
domain for portal is available.  

Limited. 

eIDs in the Nordics, for example: 
- BankID in Norway
- BankID in Sweden
- NemID in Denmark
- Bank credentials in Finland
- SMS OTP
- Inksign
Standard subscription (Professional) 
includes 1 eID, SMS OTP and Inksign. 
More eIDs can be purchased. 

Any organization that wants to safely 
digitize ad hoc signing of contracts, 
agreements and other important 
documents without the need for 
integrations. 

None. You can get started immediately 
after creating an account. 

Unlimited. 

Integrates with any business 
application. Does not offer a separate 
interface. 

Fully whitelabeled. 

Fully customizable to fit your workflows 
and processes. 

- 30+ eIDs across Europe, including 
   all Nordic eIDs.
- Global reach of ID document 
   verification services, eIDVs. 
- SMS OTP
- Inksign
Signing methods are set up in 
accordance with customer’s 
requirements.

Enterprises with high volumes of 
transactions and the need for a flexible, 
powerful solution that can also provide 
additional security features such as 
document preservation. 

Depends on needed integrations. 
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