
PwC | Microsoft alliance

Client need

• Provided the roadmap of change to transition security services from on-premise operations to 
embedded services as part of the cloud estate

• Logical and physical security patterns defined for the organisation
• Key Microsoft Azure security services have been identified for configuration and additional 

consumption. The client will now use Microsoft for the majority of its security operations and 
management

• Overhaul of processes which operated manually and introduced control challenges
• Strategic investment in data analytics and cloud technology to improve operational and cyber 

resilience
• Automation of processes to improve timeliness and reduce human error

Solution delivered

• Redesigned operating model using Azure and PwC defined solutions 
• Collaborated with business stakeholders, solutions architects and developers to design 

requirements embedded into their business and DevOps processes
• Assessed the current security capabilities against the available Azure capabilities to identify areas 

that could be improved and replaced

Value unlocked

Defining the cloud 
security services for 

a UK bank

Fast Facts  
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Country UK

Industry Banking

Deal Size £200,000

MS Tech Used

Azure Sentinel, Compliance Manager, 
Intelligent Security Graph, AD, PIM, Identity 
Protection, Security Center, Advisor, DDoS 
protection, API Manager, Key Vault, App 
Gateway, Advisor, API Manager, Firewall, 
Private Link, Threat Modelling Tool

Integrated Solution
Security Platform Playbook / Portfolio 
Rationalisation 

PwC Contact(s) Matthew Yee

Creating the architecture and roadmap to 
enable the client to embed security into 

the Microsoft cloud platform


