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The Microsoft Intelligent Security Association (MISA) is an ecosystem of independent 

software vendors and managed security service providers that have integrated their 

security solutions with Microsoft to better defend against a world of increasingly 

sophisticated, fast-moving threats. aka.ms/MISA

Microsoft Information 
Protection 

Better protect your sensitive information—
anytime, anywhere.

Automatically label & protect IP in shared CAD files using Microsoft 

Information Protection

Learn More

CAD files are the primary source for intellectual property of manufacturing companies in industries like automotive, aviation, 

engineering and high tech. There is a high risk for losing this IP due to the lack of technical enforcement to protect these files 

whenever engineers work with or share them with suppliers. 

HALOCAD automatically applies Microsoft Information Protection labeling and protection to CAD files whenever engineers check 

them out of secured PLM systems. It preserves existing workflows, as it integrates Microsoft Information Protection seamlessly into 

various CAD applications allowing users to easily open protected files while enforcing users' privileges (e.g., read only). With

HALOCAD companies ensure access, forwarding and privilege control for CAD environments as part of their Enterprise Digital Rights 

Management approach based on Microsoft Information Protection.

Microsoft Information Protection helps customers protect their sensitive data 

– wherever it lives or travels. Microsoft Information Protection enables you to 

discover, classify and label, protect and monitor sensitive information across a 

variety of locations including apps, devices, cloud services and on-premises 

repositories. You can customize your classification and labeling taxonomy to 

meet your specific needs, and apply a range of protection actions to your 

data based on its sensitivity – such as encryption, access restrictions, or visual 

markings. Microsoft Information Protection helps you meet your internal 

security goals and external compliance requirements.

• Protection of CAD files beyond the IT landscape (SAP/PLM).

• Classification-based automated MIP policy assignment for CAD files throughout the 

product lifecycle.

• CAD applications coverage for Autodesk Inventor, AutoCAD, PTC Creo, Siemens NX, 

Siemens Solid Edge, Bentley MicroStation, Dassault SolidWorks & CATIA (Planned).

• PLM applications coverage for PTC WindChill, Siemens Teamcenter, Autodesk Vault, 

SAP PLM, Bentley ProjectWise (Planned) & Enovia (Planned).

https://aka.ms/MISAproducts

Customer Benefits

Learn More

SECUDE | HALOCAD®

For More Information or Free Trial 
Request

contact@secude.com

Free Trial
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