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Prerequisites

People and Processes

Internal Project Owner, User Administration, Global 

Administrator in Azure Active Directory and/or System 

Owner of Active Directory.

Rights and Accesses

Cloud: Global Reader access in Azure Active Directory

On-Premises: Read permission to AD and relevant 

systems

Licenses

At least Azure Active Directory P1 and EMS E3
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Workshop Outcome

After our assessment, you can expect:

* A detailed mapping of your current state of identity 

protection

* Recommendation of immediate actions of persistent, 

active or high-probability risks

*Prioritized recommendations for next steps to heighten 

identity protection and automate access management 

whilst improving business productivity
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The procedure

VENZO offers custom tailored solutions for your entire 

identity and access management journey towards 

securing identities and accesses, whether you are at the 

beginning or already have made progress towards zero 

trust security.

Our assessment follows these steps:

1. Kick-off workshops
2. Confirmation of defined prerequisites
3. Cloud effort analysis
4. On-premises and organizational procedures
5. Assessment of gathered results and report writing
6. Cooldown workshop and further planning

VENZO’s 3-week assessment gives your organization an overview of your identity 

protection and access management delegation (both for cloud and on-premises) as to 

identify next steps in your identity protection journey.

3-week discovery assessment:

Identity & Access Management


