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VALOREM REPLY ENTERPRISE SECURITY FOCUS AREAS

THREAT 
Protect, Detect, Respond

CLOUD
Security Strategy & Tactics

SIMPLIFY
Security for All Users
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CLOUD SECURITY ENGAGEMENT TYPES

Workshop Inform, Demo, ADS The Challenge The Possibilities Critical Controls Best Practices

Immersion Roundtable Strategy HANDS-ON 
IMMERSION Threat Protection PDR

Assessment Cloud Cybersecurity 
Posture

Identify Gaps & 
Needs

Create a Strategic 
Roadmap

Pilot
Experience 

capabilities in your 
environment

Identify how the 
solution aligns to 

your unique needs

Explore opportunities 
for integration

Deploy Production Pilot Full Deployment of 
tactical solution

M365 SSAGA 
(Strategy, Security, 

Architecture, 
Governance & 

Adoption)

Operate MDR Virtual DPO
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Cloud 

Security 

Solutions

ASSESSMENTS

Customized analysis of your organization’s current cybersecurity posture 

designed to help solve security challenges with actionable guidance

WORKSHOPS

Classroom-like setting in which attendees get hands on with the latest and 

most advanced security features to protect, detect, and respond to 

advanced attacks in their on prem and cloud IT environment.

DEPLOYMENT/PRODUCTION PILOT/POC

Understand the security features of Azure, Windows 10, Office 365, and 

Microsoft Enterprise Mobility + Security and how they can be used. 

Prioritize the implementation of key features and scenarios based on your 

IT and business objectives.
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Summary
A detailed baseline assessment of your 
current and desired state followed by a 
pilot production of Microsoft’s advanced 
security solutions. Valorem Reply assists 
you in developing a strategic plan based 
on your cybersecurity requirements and 
maturity and understanding how to use 
the latest and most advanced security 
features to protect, detect, and respond 
to advanced attacks in your IT 
environment- on premises and in the 
cloud.

Duration 4 – 5 weeks

Investment $75,000

Deliverables 

• Custom analysis of your current cybersecurity posture including 
compliance, people and technology to help solve security challenges 
with actionable guidance

• Executive summary of control recommendations and risk impact
• Security strategy documentation for your teams and stakeholders

Outcomes

• Understand the security features of Windows 10, Office 365, and 
Microsoft Enterprise Mobility + Security and how they can be used.

• Prioritize the implementation of the key features and scenarios based 
on your IT and business context.

• Learn how to use the latest and most advanced security features to 
protect, detect, and respond to advanced attacks in your IT 
environment, on premises and in the cloud.

MODERN PROTECTION PILOT
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M365
POWERED

INFORMATION
PROTECTION

Powered by an intelligent platform
Unified approach to automatic data classification, policy management, analytics and APIs

Understand your data 
landscape and 
identity important 
data across your 
hybrid environment

Automatically retain, 
delete, and store data 
and records in a 
compliant manner

Apply flexible 
protection actions 

including encryption, 
access restrictions and 

visual markings

Detect risky behavior 
and prevent accidental 

oversharing of sensitive 
information



Assess & Plan
Our team of security professionals will 
introduce the latest security 
technology options, facilitate 
discussions on security lifecycle 
frameworks and share cybersecurity 
architecture best practices. Based on 
your stated business objectives and 
the technical requirements we will 
provide targeted recommendations 
to inform an in-depth modern 
defense strategy.

Build
Valorem Security Architects will validate 
the availability of the required cloud 
tenants and configure them to support 
advanced security features. At this stage 
we will also help you establish 
administrative roles and assign licenses 
to lay the governance groundwork for a 
full deployment.

Deploy
Ensure protection services are 
configured according to planned 
architecture/design and deploy AAD P2, 
AIP P2 and MCAS security solutions 
within your environment for up to 1,000 
users.

Phase 1 Phase 2 Phase 3

MODERN PROTECTION PILOT
An accelerated start to understanding your security vulnerabilities and deploying E5-level protection and services across the 
Microsoft 365 tenant. 
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THANK YOU
Doug Hemminger
Director, Modern Workplace

dhemminger@valorem.com
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