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WHAT

Do you want your employees to log in only once and still 

have access to all applications, without losing sight of the 

security aspect?

Using Single Sign-On (SSO), a user no longer needs to log in 

for each application he or she uses. The credentials of the 

single sign-on are used to log into other applications as well. 

This way, your employees can be productive without having to 

enter their passwords each time.

Sign in securely everywhere at once

Key points

Component of Azure Active 
Directory

Replaces Active Directory 
Federation Services

Supports Multi-Factor 
Authentication

Works with your Office 365 /
Azure identity
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WHY

Single Sign-On ensures that the user can not only 

log in more easily, it also brings extra security. 

4 benefits

Automatic login Shared accounts are automatically 
configured

User-friendly Supported by SAML/ OpenId
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HOW

When you have an application that supports SAML/OAuth it is 

possible to set up Single Sign-On through the Azure Active 

Directory. The setup mainly depends on the application you 

want to log in with, because you will need your supplier for this. 

After you have received the required license, you can use it to 

create and configure the enterprise application.

ConXioN configures the licenses and helps to set up the 

application and exchanges with the third-party applications.

Deliverables

DemoLicense configuration

Setup and explanation application


