
 
Sales Pitch (ENG): 

 
Widespread digitalization and the increase in the number of IT technologies used by organizations 
around the world pose a critical challenge for organizations: providing a high-quality cybersecurity 
uroob. Organizations are looking for a way to qualitatively assess the level of resilience to cyber 
threats, as well as to plan a plan to strengthen the resilience of the organization to the growing cyber 
threats in the future. 

 
The Cyber Security Assessment Tool (CSAT) provides an idea of vulnerabilities, as well as a roadmap 
for increasing the level of cyber protection of the organization. 
The final report is based on CIS 20 Controls, established by Center of Internet Security CIS (USA). 

 
For whom:  
Companies who are willing to find out their current vulnerabilities and improve their cybersecurity level.  
Applicable for retail, manufacturing, pharmacy, automotive, oil&energy industries. Corporate & 
Enterprise accounts. 

 
Main benefits: 

 
x Define your Cyber Security Roadmap - gain insight into your security status. The CSAT provides 

this insight through automated scans and analyses. This data provides the basis for you to 
define priorities and gives you the input you need for a roadmap to improve security  

x Insight into the ‘Technology Gap’ – legal regulations always involve both organizational 
processes and technology. The CSAT will define which technical measures you can take to 
comply with the requirements of GDPR.  

x Security improvement recommendations – The CSAT will identify area’s requiring attention 
and recommend action to be taken. 

 
Service includes: 

x Scanning all endpoints and other systems in the network 
x Scanning the Active Directory and Azure AD 
x Scanning Office 365, SharePoint Online, Teams and Intune 
x Collecting relevant information through with a questionnaire 
x Providing the final report and corresponding advices 
x Documentation 

 
 
 
 
 


