
Do you have controls and monitoring in place 
to protect important organizational data?

HOW IT WORKS

BDO will deploy an information protection solution within Office 365 using 
integrated tools, configure tools for insight into data leaving your 
organization and train your team on how to manage your external data 
sharing model.

STEP 1 - Discovery: Discovery for broad data categories and 
locations within their system as well as O365 usage analysis

STEP 2 - Use Case Development: Develop system behaviors 
for email, OneDrive, SharePoint and Teams data sharing 
activities 

TIMELINE

STEP 3 - Tool Configuration & Rollout: Configure Cloud 
App Security, Azure Information Protection and O365 mail flow 
rules to enforce accepted behaviors

Enforced 
Information 
Protection

RESULTS:
 Data labeling rolled out

 PII visualized and acted 

upon within business 

parameters

 Full visibility into data 

sharing from Office 365 

core components

 Internal IT team able 

to react to under 

desirable sharing from 

O365

STEP 4 - Training & Production Support: Train Client’s 
IT department and provide short period of production support
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