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Detect secrets and leaks 
instantly
Secret and Privacy Scanner is a tool that will help you and your company 
keep your repositories and tickets clean from confidential and sensitive 
data that might cause security issues and leaks or violate GDPR laws.

Secrets and other sensitive data like 
personal data are frequent findings in 
software development repositories. Scans 
made by security researchers find that 
16% of repositories on GitHub contain 
some form of secrets that should not be 
exposed.

Scan all tickets and commits to Azure 
DevOps or GitHub. 

Potential secrets are then compared 
against an Exemption list. If a potential 
secret is not in the exemption list the 
scanner will alert both the developer and 
the Security Officer. 

As a result of instant feedback you will 
get following benefits:

- Zero unwanted sensitive data

- Mitigated security risks

- Increased awareness of security & 
compliance

CHALLENGES IDEAL SOLUTION DESIRED OUTCOMES



Benefits & impacts
Safe guard your repositories and other content tools with top of the line 
scanners while maintaining full control.

Act on secrets early and remove or 
change them from identified sources.

Zero unwanted sensitive data

Secret and Privacy Scanner helps you 
mitigate leaked passwords that are 
serious security threats that could inflict 
real harm to you and your customers.

Mitigated security risks

Enchance your security mindset with 
regular alerts on findings and potential 
leaks. 

Increased awareness of security 
& compliance



Solidify Secret and Privacy Scanner & Azure DevOps and 
GitHub



Highly configurable
The architecture behind Secret and Privacy Scanner is designed to fit all 

environments no matter industry or any limitation of regulation and 

compliance. Designed to be adaptable and fit all businesses with top-of-

the-line technology.

Organize your set of rules and sources by creating different groups that are responsible for different areas, with 
possibility to configure unique processes per group.

Groups

Choose between a rich set of pre-configured rules or create custom rules with regex notation.

Rules

Increase awareness by setting up alerts that sends notifications to a specific target group of users or to the author of a 
commit.

Notification



Process and track
Insight and improvements are key factors for a robost and secure future 
for everyone, Secret and Privacy Scanner offers multiple possibilities to 
install, configure, setup, and continuously track progression by it’s 
extended business integligence feature.

Exemptions gives you granularly control over false positives. You can exempt on multiple levels based on file, repository, 
in project or globally.

Exemption

Created with security in mind, Secret and Privacy Scanner could be installed on-premise or in the cloud. 

OFF-LINE or ON-LINE

Business Intelligence comes out of the box, giving you full insight with customizable views and reports.

Reports and statistics



To get started with Security and 
Privacy scanner
Get a free trial: https://solidify.dev/products/secret-scanner

Call for more information: +46 733988635

Ask a question via email: info@solidify.dev

Learn more: https://solidify.dev/products/secret-scanner

Link to your Microsoft Commercial Marketplace offer

https://solidify.dev/products/secret-scanner
https://solidify.dev/products/secret-scanner

