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The Microsoft Intelligent Security Association (MISA) is an ecosystem of independent 
software vendors and managed security service providers that have integrated their 
security solutions with Microsoft to better defend against a world of increasingly 
sophisticated, fast-moving threats.
aka.ms/MISA

Microsoft Information 
Protection 
Better protect your sensitive information—
anytime, anywhere.

How Dataguise integrates with Microsoft Information Protection

CUSTOMER BENEFITS

https://www.dataguise.com/dataguise
-integration-MIP/

Learn More

(510) 896-3763
(844) 261-4357 (toll-free)

Free Trial

Contact

The Dataguise and Microsoft Information Protection (MIP) integration enhances personal data protection competencies on-premises 
and in the cloud. Dataguise for MIP can scan and tag Microsoft Office files and PDFs with MIP-compatible labels across cloud platforms 
and on-premises. Once tagged, MIP can read and perform downstream actions, such as file encryption, or implement access control 
based on the labels, enabling organizations to apply data protection policies. 

Microsoft Information Protection helps customers protect their sensitive 
data – wherever it lives or travels. Microsoft Information Protection enables 
you to discover, classify and label, protect and monitor sensitive 
information across a variety of locations including apps, devices, cloud 
services and on-premises repositories. You can customize your 
classification and labeling taxonomy to meet your specific needs, and apply 
a range of protection actions to your data based on its sensitivity – such as 
encryption, access restrictions, or visual markings. Microsoft Information 
Protection helps you meet your internal security goals and external 
compliance requirements.

Identify and understand sensitive 
information across your data 
landscape

Apply flexible protection policies 
based on your unique requirements

Extend information protection to 3rd-
party apps and services using the 
multi-platform Microsoft Information 
Protection SDK, which enables you to 
integrate labeling and protection 
experiences into your apps and 
services

• Greater scale and performance in personal data discovery. 

• Discovery of sensitive elements in structured and unstructured data — even when 
not in Microsoft products. 

• Data scanning and tagging support in Azure, AWS and Google Cloud. 

• Complete protection of personal data, whether being migrated to the cloud or used 
in the cloud. 

• Offers full enterprise platform coverage in the discovery and protection of sensitive 
data in Microsoft products, PDFs, Windows file systems, and SharePoint.
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