
MICROSOFT YAMMER

Archiving with thread and file context

Bi-Directional Records Retention

Data Export with Context

eDiscovery *

*

Content Monitoring & DLP

Legal Holds

GDPR/CCPA

Insider Threat 

* Basic eDiscovery is available for e3 licensed Yammer users. Aware offers the ability to conduct in-depth, granular eDiscovery (with conversation context) and fulfill Data Subject 
Access Requests for all Yammer license types — this is not offered by Yammer with Security and Compliance center. See example below.

Only Aware Offers Complete Information Governance  
and Compliance Coverage for Yammer
Fulfill obligations to key governance, risk and compliance stakeholders with Aware’s advanced 
controls and information governance. Out-of-the-box, Yammer only offers basic eDiscovery 
within Security and Compliance Center for e3 licenses. 

GOVERNANCE , RISK & COMPLIANCE

Without Aware
Multiple searches to discover and manually piece together 
context, participants, modifications and files.

One search - surfacing all relevant context, 
modifications and files for ALL Yammer users.

With Aware
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MICROSOFT YAMMER

Keyword Alerts

Content Moderation

Toxic Conversation Analysis 

Community/Group Analytics and Reporting 

Topic Reporting

Sentiment Analysis

Hashtag Reporting

Reputation Management

*Yammer provides a single, basic keyword alert function for the Yammer admin only 

Gain Valuable Insights and Community Management  
Features for Internal Comms and HR
Use Aware to identify inappropriate or unwanted behavior and take immediate action. Provide reports 
on topics, groups, behavior, sentiment and more to inform data-driven stories for leadership.

COMMUNIT Y MANAGEMENT & INSIGHTS

*


