
SYSTEM PRESENTATION PROTECTION OF MOBILE 
DEVICES



IMPLEMENTATION EXPERIENCE

Our implementation support has experience of varied customer sectors and numerous back-end integration knowledge.

Our priority: the protection of mobile devices and the data stored and accessed on those devices.

TEAM OF EXPERTS

The Proget development team based in our headquarters in Southern Poland are dedicated to delivering quality 

solutions for our customers.

TECHNICAL SUPPORT

In the unlikely event that you need to call us, our support team draw on years of customer implementation experience, 

delivering rapid, high quality support.

ABOUT PROGET

ON THE MARKET SINCE 2007



✓ Mobile devices contain a wealth of information. Contact lists, emails, phone numbers, text messages,

confidential company data, customer data etc. Should a Mobile Device be lost, stolen or accessed by

unauthorised users, the exposure could be significant.

✓ Enforcement of company policies across mobile devices using different operating systems can be challenging

and time consuming. This complexity only increases when employees are encouraged to use their personally

owned devices to access your corporate data.

✓ Unauthorised applications, or mis-use of applications, can expose your company to technical breaches,

embarrassment or worse.

THE BIG ISSUES



✓ Fast implementation and configuration of company devices 

✓ Devices configured remotely

✓ Secure encryption of corporate data on devices 

✓ Access to required applications through the company store. Black/White App listing

✓ Secure enablement and management of BYOD

✓ Simple and convenient enforcement of standarised company security policies, regardless of device.

HOW PROGET CAN SOLVE YOUR ISSUES
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Fully customisable device location. 

Either in real time, or triggered by 

device movement and/or simply 

described dates and times. For 

instance - only in working hours.

Applications can be made available 

through a company store. 

Applications can be managed by the 

use of and White and Black 

application lists. Applications can be 

updated and in many cases 

managed at a granular level. 

Applications access can be granted 

or removed based upon a number 

of factors, including location, time 

and movement.

In case of a device being lost or 

stolen, the Proget solution permits 

a graded approach to data 

protection, from deletion of only 

corporate data, or the wiping and 

disablement of the entire device.

LOCATION APPLICATION CONTROL DATA PROTECTION

BASIC FUNCTIONS OF THE SYSTEM



A uniform level of security regardless of the device model and operating system

SUPPORTED SYSTEMS

Android 5.0 

and later

Windows 8.1 

and 10

iOS 10.3 

and later



▪ Management, storage and 
protection of confidential data

▪ Advanced hardware and 
software protection

▪ Integration with Knox Mobile 
Enrollment

SAMSUNG 
KNOX

ANDROID 
ENTERPRISE

APPLE 
DEP AND VPP

▪ The possibility of using a private 
device for business purposes

▪ Protection of private data

▪ The possibility of preparing a full 
business facilities

▪ Integration with Android 
Zero-Touch

▪ Fast, automatic enrollment of 
devices

▪ Automatic distribution of 
business applications

▪ Full control over devices

▪ Easy management of application 
licenses

INTEGRATIONS



FLEXIBLE LICENSING

✓ Licensing per device

✓ Subscription or perpetual licensing

✓ One license covers all functionality. No hidden add-ons.



30 day free of charge trial 

available with full functionality

To request a trial, please contact:

info@progetsoftware.com

SYSTEM TEST



TEST SYSTEMU
PROGET MDM

SECURING AND MANAGING
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PROGET SOFTWARE
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