
“We enabled PhishHunter at exactly the right time. Otherwise, we were going to have a potential 
catastrophe on our hands. In early 2018, I noted a much more realistic quality of phishing emails. The 
login pages that came after the click were also very realistic. If a user didn’t happen to notice the odd 
URL, there’d be no way they could resist logging in. We quickly made the decision to use PhishHunter
to automatically disable compromised accounts.”

With Enabling Technologies, the school district of 7,300 employees customized 
their Office 365 Advanced Threat Protection, Cloud App Security, and Azure AD 
services to automatically detect and remediate phishing attacks. 

Content and all quotes courtesy of Alex Kennedy.           Contact securecloud@enablingtechcorp.com for info

“PhishHunter has made a profound difference.” 
Alex Kennedy
Director of Infrastructure & Technical Services
Volusia County Schools

The Results

~7 Hrs
1 Hour

Before
Four teams were involved in each 
phishing incident, totaling ~7 
hours of labor

Now
One person alerts the user and helps 
reset their password, totaling just 1 
hour

Before
“It would take up to 24 hours to 
remediate.” In that time, the phish would 
be replicated around the organization.

Now
“Within 7 minutes of a compromise, the 
account is automatically disabled. No 
human could detect or respond that fast.”

24 Hrs 7 Min.

“Overall, by solving the phishing 
issue, the IT team members involved 
have ~15% of their time back”
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