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® Fileread Overview

Data that

your data set to bul

anguage questions,
terms. It uses Al to generate answers, supported by
pinpoint references to specific language in your

documents, avoiding the need for manual (re)review.

Our technology can

talks

CONFIDENTIAL

~illeread transforms how you interact with data in
repositories like Relativity by enabling you to ask natural

rather than run boolean search

d story structures like ¢

timelines, org charts and fact memos.

also aggregate key points across

nronologies,
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Fileread Overview

How It works

-lleread plugs directly into platforms like
Relativity, for which we have built an intuitive

user-interface that takes advantage of as
many native features of those platforms as
possible, which minimizes the impact on your

current ways of wor
requirements. We a

<ing and additional training

S0 have a stand-alone

platform in development, APl end-points and
the ability to build custom plug-ins and
applications to meet your data where It's at.
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ﬂ n can you show me timelines of this wildfire case?
®

5/5/72024, 11.05:1 PM

Insight @

The timeline of the wildfire case is not explicitly provided in the text. However, here are some key dates and events that

can be inferred:
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Citation group D X

October 1, 2012: A fire started near Rd

at approximately 1415 hours. The fire

spread and destroyed a residential...

1. August 12, 2006: PG&E made repairs to a downed conductor with no apparent cause. *

2. January 14, 2009: PG&E made repairs to a downed conductor, the cause appears to have been a fallen tree branch, ®
3. July 10, 2003, and August 6, 2008: The last two detailed inspections were completed, ©
4. October 1, 2012: A fire started near Rd at approximately 1415 hours. The fire spread and destroyed a residential

structure and nine outbuildings. No other outages resulted from the fire, ©

5. February 28, 2011: Utilities Engineer, Kenneth How, visited Ben Nicholls, CALFIRE, Battalion Chief office and inspected

the conductor involved in the incident. ©

6. November 22, 2013: The Safety and Enforcement Division of the California Public Utilities Commission released an

incident investigation report.
7. March 23, 2017: Electric Safety and Reliability (ESRB) visited the locations
8. July 27, 2015: PG&E installed a temporary pole to support the wire, Perms

@ Please note that these dates and events are based on the information provide

Ask a question

PGE_000001102

a fire started near Rd at approximately
1415 hours. The fire spread and
destroyed a residential structure and

nine (9) out buildings. No other outages

CALIFORNIA PUBLIC UTILITIES COMMISSION
Safety and Enforcement Division

Incident investigation Report

Report Dane: 112272003
Investigaten Rypvond Cho
Incdennt Number £20)23003.02
Utiity: Packic Can and Dlectric PGALD)
Date and Time of Incident: 10002013, 1415 howry
Loceton of Incident:

Corrgnche, CA V5427

County Messoono
Surmmary of Incidest:

On Octobeer 1, 2002 & Sre shated and began spread rg upos progerties on [N '+ Corpnche
The Sre corsamad ructiunes and many acres of grasdasd eant of Fiyn Creed R4 Ny neestigation
revealed ThT the Sre s Caused when 3 Tree beanch made 0oviact with 3 FGAE 17 WV overtead
corductor.

Fatabty\njery: Nore repcrted
Property Derrage: $1.50, 000 darrege to privete pragerty; 520,000 demage b POSE facbbies

Uity Paciities bvvolvedt O orirmary condhucian, 12 orout, Phio 1102 Craut
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resulted from the fire.

11-22-13 - Electric Safety Incident ®
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Fileread Capabilities

Fileread’s
capabilities

CONFIDENTIAL

@ @

Find facts fast Kick off investigations
Ask any question that your source data has information Surface key stories in your data to identify
to answer, from “who started the fire?” to key players and determine next steps

*what does ECA stand for?”

® @

Summarize documents ldentify hot documents
Generates summaries of individual documents, Find important documents without prior coding or
including deposition transcripts using the guess-and-check process of search and
reviewing

Build chronologies and timelines

Automatically fit key points into story structures like chronologies and fact memos with each
event supported by pinpoint references to your source data



@ Fileread Litigation use cases CONFIDENTIAL

Litigation use
Cases @ Performing early case @ Briefing clients to drive

assessment settlement or trial strategy

® Preparing for depositions and @ Supporting motions for
summarizing transcripts summary judgement
® Finding answers to ® Preparing for trial

Interrogatories



@ Fileread Bottom Line CONFIDENTIAL

: O re Valu e Increase your effective billing rate
11 1. Enable relationship partners to bill more of
p rO p O S I I O n S the time that comes in and write-off less

2. Minimize client challenges to hours the
firm bills for work related to Discovery

3. Encourage associates to bill their time in
full, rather than self-correcting to exclude
time spent on less analytical tasks

Expand your reach Flatten costs for fixed-fee work
1. Win and keep more W.Oﬂi that Discovery related tasks can push fixed
would otherwise requurﬁ arger fee cases Into the red or require
teams, without adding headcount substagtlgllwnt%—o{‘lfs where E)lllang IS

: capped. Fileread allows you to do
2. Go after more flat and fixed-fee more without spending more because
cases with confidence because our model allows for unlimited queries
your cost base for Discovery work against every document in your
will be more predictable subscription

3. Hold on to work that clients are
Increasingly insourcing
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Fileread Trust

Security &
privacy

YV &

SOC2 I ISO 27001
- ‘4 * **
A §
¥ 4 %
HIPAA GDPR
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Industry-leading security certifications (SOC2 Il and ISO 27001)

Data Protection via immediate text encoding and deletion

Proprietary Al models built on private LLMs that never feed data to
third parties like OpenAl

Highly secure Azure cloud environment with military-grade
encryption

Citations to source data that validate responses and eliminate
hallucinations to ensure data integrity

Self-certification under HIPPA and GDPR with frequent and robust
audits by dedicated compliance personnel



