
Microsoft Entra Internet Access (MEIA) simplifies and modernizes traditional network security to protect your organization’s
users, apps, and resources with advanced capabilities that include universal access control, universal tenant restriction, token
protection, web content filtering, cloud firewall, threat protection, and Transport Layer Security (TLS) inspection. 
Sentinel offers expert deployment, customization, and optimization of Microsoft Entra Internet Access so your organization can
get the most from its investment. Our step-by-step process ensures a seamless and secure setup, providing you with robust,
real-time protection and unmatched visibility.

Key Benefits
Comprehensive Security: Safeguard your internet access with customized security profiles and web content
filtering rules.
Seamless Integration: Effortlessly integrate with your existing Microsoft 365 and log analytics workspace (LAW)
or Microsoft Sentinel.
Expert Deployment: Sentinel engineers manage the deployment on up to five workstations using your existing
Intune implementation.
Conditional Access Policies : Tailored Conditional Access policies for enhanced security and control.

Setup Steps
Assign Global Secure Access Administrator Role - Ensure proper role assignment for MEID P2.
Enable Global Secure Access - Activate this feature in the Entra admin portal for comprehensive security
management.
Log Analytics Integration - Forward Network Access Traffic Logs to LAW/Microsoft Sentinel for monitoring.
Configure Initial POC - Set up MEIA for the M365 traffic forwarding profile as the starting point.
Activate Traffic Forwarding Profile - Enable the profile to manage and monitor network traffic efficiently.
Develop Security Profiles - Create tailored security profiles to meet your specific needs.
Establish Web Content Filter Rules - Implement rules to ensure safe and secure browsing.
Install GSA Client for Testing - Deploy the Microsoft Entra GSA client on a test user’s workstation.
Customer Workstation Deployment - Our engineers will deploy the GSA client on up to five customer-managed
workstations.
Build Conditional Access Policies - Collaborate to create and assign four Conditional Access policies to test
users for optimal security.
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·Expertise: Sentinel engineers are skilled in seamlessly integrating and deploying MEIA.
·Support: Sentinel’s ongoing support ensures your security measures are always up to date.
·Customization: Sentinel tailors solutions to your unique business needs.


