
RapidFort Curated Images

RapidFort’s Curated hardened container images with SBOMs drastically reduces vulnerabilities 
and attack surface, allowing organizations to reach zero CVEs. RapidFort Images provide a secure 
foundation for software development and deployment with daily rebuilds, FIPS readiness, and 
accelerates FedRAMP compliance.

Low to Zero CVE, Secure Container Images Directory

RapidFort’s Software Attack Surface Management (SASM) platform, combined with pre hardened container images, can 
remediate up to 95% of software vulnerabilities automatically early in the development cycle, with no code changes. 
 

The result

up to 10%
reduction in  

development cycle time in 
patching unused components

2-3 weeks
reduction in  

code release time  
for every major release 

up to 88%
reduction in  

attack surface

1-3%
infra cost savings  

from smaller images

up to 11x
faster container  

boot time

Secure Zero CVE Software from a Trusted Stack

https://hub.rapidfort.com/


Start your trial today 
Learn more about our new capabilities at www.rapidfort.com.

Develop: Get Started

• Pull Low to Zero vulnerability RapidFort Curated Images.
• Seamlessly incorporate RapidFort images into your existing CI/CD 

DevSecOps pipelines.
• Scan and verify your vulnerabilities.
• Leverage RF Trusted Advisory.
• Benchmark Images with STIG or CIS for compliance remediation and 

reporting. 

Build: Get Visibility of your Software Software Risks

Seamlessly incorporate the RapidFort SASM platform in your CI/CD pipelines to 
scan Containers in your Registries and Kubernetes Clusters.

• Obtain accurate vulnerability reports.
• Automatically know drift in software vulnerabilities.
• Generate SBOMs in standard industry formats. 
• Get the opportunity to improve metrics with attack surface and vulnerability 

reduction estimates. 
• Prioritize vulnerabilities using RapidRisk Score.

Comply: Fasttrack your FedRAMP compliance

• Accelerate your compliance process with RapidFort Curated Images.
• Harden images to comply to NIST 800-70.
• Achieve FIPS 140-2 validation.
• Auto generate Plan of Action and Milestones (POA&Ms)
• Leverage RF Trusted Advisory for compliance.

RapidFort is a great solution for engineering teams to get a handle on OSS issues and help their 
security teams keep on top of them. Otherwise, the process is very time-consuming and ineffective. 
We also use RapidFort to identify and fix gaps in our tests, and the smaller workload sizes make our 
deployments more efficient. 

Masa Karahashi, SVP of Engineering, Avalara

“

Integrate RapidFort directly into your existing workflows

Jenkins
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