
APaaS360 Demo Pack



u Simple dashboard that provides assistance with identifying and fixing device 
discovery and remote scan issues

Remote Device Scan Status



u Collects 100s of attributes of devices during a standard scan. This dashboard 
demonstrates the optional geolocation feature plus basic hardware details

Hardware Information



u This is the list of all installed product titles. All records are cleansed, normalised 
and matched with the APaaS360 product catalogue (including a basic product 
description, category, license requirement etc) This report show the different 
versions and editions of each title that has been installed.

Installed Products – Version, Editions



u This is similar to the previous report. It shows where the various titles have been 
installed – Windows clients, server, virtual machines etc

Installed Products – Details



u It’s possible to filter the product list to see which product titles are in the same 
category and could possibly be standardised/rationalised (e.g. cloud drives)

Installed Products - Titles



u Same as before but for collaboration tools

Installed Products - Titles



u This is the standard product title 
dashboard. This specific example is for 
Visio. It shows…

u Which versions/editions are installed

u Graph of usage of Visio / day

u All people who have used the product, how 
often, for how long etc

u All devices with the product installed. Has 
the title been used, how often, how long, 
by who etc

Product Title Details



u This is the Device Details dashboard. It shows…

u Software

u Add/Remove Programs packages

u AppV packages

u AppX (Windows Store) packages

u Recently Uninstalled packages

u Browser Extensions

u Usage

u Users

u Used executables and product titles

u Netstat snapshots

u CPU/Memory/Disk usage statistics

u Hardware

u General details

u Drives

u Network devices

u OEM Warranties

u Configuration

u VPNs

u Available Networks

Device Details



u This is the User Details dashboard. It shows…

u General details including AD, Entra ID, Exchange 
identity info

u Subscriptions & Licenses assigned to the user 
(including cost)

u Group memberships

u Software usage including

u Software title

u Executable used

u Frequency, Duration, Last used date

u Website usage

u Entra ID SSO apps

u Hardware used by user

u Computers

u Mobile devices

u This clients

User Details



u This Microsoft 365 Optimisation dashboard usually identifies 
between 5-15% in potential savings on M365 expenditure. It 
quickly identifies

u Unallocated subscriptions

u Subscriptions allocated to users that are

u Disabled in Active Directory or Azure AD

u Inactive on-premise or in the cloud

u Users with over-spec’d subscriptions E.g. Users with

u PC/Mac Office client entitlement but only using mobile client

u Office client entitlement but only using Exchange Online

u Visio or Project entitlement but no recorded usage

u Azure AD Premium entitlement but not using SSO

u Users with any entitlement duplication E.g. Users with

u ‘Office 365 Without Audio Conferencing E5’ and ‘Microsoft 365 
Phone System’

u ‘Teams (Exploratory)’ and ‘Exchange Online (Plan 1)’

u Service, Resource, Admin & Test accounts with full user 
subscriptions

u Similar reporting is available for subscriptions from all 
vendors

Subscription Optimisation



u This reports shows devices that do not have disk encryption enabled, which is 
particularly important for mobile devices

Security - Bitlocker Status



u This report shows which devices have disabled or out of date Anti-Malware, Anti-
Virus or Firewall software

Security Endpoint Protection



u This report shows devices where Windows Update is disabled or Updates are missing

Security - Windows Updates



u This report shows the status of OEM warranties for scanned devices

Hardware Warranty




