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White Hat Managed Extended Detection and 
Response (MXDR) solution is verified by Microsoft. 

It provides AI-supported, full-scope managed 
solutions completed by on-demand services for 

a complex transformation of your enterprise security. 

Is your company ready for AI? We already use it! 
Learn directly from the practitioners! 

Within our MXDR workshop we can highlight the usage of 
the groundbreaking security tool of Microsoft.

▪ overview of capabilities
▪ best practices from SOC experts at first-hand
▪ operation in real-world scenarios

BONUS: you can see how it works in your tenant!

Our Offer

MICROSOFT SECURITY 
WORKSHOPS

Good to know

▪ machine speed and scale
▪ guided response actions
▪ building complex queries using natural 

language
▪ reverse engineer and understand 

adversarial scripts in seconds

Analyze your 

priorities and 

requirements for 

management of SIEM 

and XDR systems

Get to know our MXDR Solution
Microsoft Defender XDR 
Microsoft Defender for Identity
Microsoft Defender for Endpoint
Microsoft Defender for Cloud Apps
Microsoft Defender for Office 365

Highlighting Microsoft Copilot for Security

Supercharge your human analyst capacities 

with Microsoft Copilot for Security!

Our offer is available for organizations in the Copilot for 
Security early access program (Security Copilot is 
embedded in Microsoft Defender XDR for early access 
customers) and those that have MXDR eligibility (500+ 
seats).

Participation is recommended for CISOs, Security Team 
Leads, Security Champions and Security Analysts.

Timeframe: 0,5 – 4 days (depending on the interests and 
needs of the client)

Attendees get a Certification of Participation at the end of 
the workshop.

Language of the workshop: English or Hungarian

White Hat IT Security offers you a FREE exclusive workshop to learn how Copilot for 
Security helps you investigate and complete complex tasks such as cyberthreat hunting, 
reverse-engineering malware, and incident reporting.
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