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ABOUT CDI 
For decades, CDI has been recognized as 
one of the premier technology providers 
in the world, offering customers best- 
of-breed hybrid IT solutions. Our hybrid 
cloud infrastructure (HCI), digital 
workflow and workspace, modern 
intelligent technology operations (MITO), 
and resale solutions enable enterprises 
to accelerate their digital transformation 
by providing a solid infrastructure 
foundation.  
 
 

ABOUT Microsoft 
At the forefront of technological 
advancement, Microsoft stands as a 
global leader, empowering individuals, 
businesses, and communities. Their 
commitment to innovation drives them to 
create transformative solutions that 
shape the future. From the ubiquitous 
Windows operating system to the 
versatile Microsoft 365 suite, Microsoft 
seamlessly integrates productivity, 
collaboration, and security. Their cloud 
platform, Azure, empowers organizations 
to scale dynamically, harnessing the 
power of data, artificial intelligence, and 
machine learning.  
 

Intune Mobile App Management and CDI: 
Securing Data on Personally-Owned Devices 
 
Hybrid Work Requirements 
Accessing organization data, such as email, from 
personally-owned devices is a critical function of 
hybrid work today. In fact, organizations have 
been allowing this type of access since smart 
phones became household staples for employees. 
Most organizations have overlooked the security 
implications or have not had the right solutions 
in-place to ensure the organization data stored on 
personally-owned devices remains secure and 
protected.  
  
Mobile Application Management 
Mobile Application Management (MAM) is a feature 
of Microsoft Intune that allows you to secure and 
manage your organization’s data within mobile 
applications on personally-owned devices without 
requiring device enrollment. 
 
Data Loss Prevention 
App Protection Policies can be used to isolate 
organization data on the device and prevent users 
from copying and pasting data from a policy 
protected application, such as Outlook, to an 
unmanaged application, such as Notes. 
 
Conditional Launch 
Specific device conditions can be evaluated, such 
as whether a device is rooted or jailbroken, and 
access to apps and data can be revoked based on 
these conditions. 
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