Endpoint Security: cbts s Vicosoft
Microsoft Infune

Discovery Session

Tasks below will be
completed as part of an
Intune Discovery session.

- Review existing device
environment, systems &
management

= Review Security
Requirements

- Review update process

- Review access to
environments

= Discuss desired goals &
outcomes

Security Assessment & Intune Deployment

The purpose of these engagements is to conduct a comprehensive security assessment of an
organizations Microsoft 365 environment, deploy Intune as the Mobile Device Management (MDM),
and provide recommendations for implementing best practices to improve overall security.

= Review of current - Installation/Config of - Project Manager provided
infrastructure, identification Intune, enrollment of users' by CBTS to lead
of any necessary changes devices, and testing/validation engagement and be
and creation of Inftune primary point of contact for

- Providing guidance for user
education and awareness

customers

Deployment Plan

- Review of current Microsoft
365 environment, idenfifying
vulnerabilities, and andalysis of
user behaviors and access + Providing End-User training
pattems materials on how to manage

their devices through Intune

+ Training IT staff on how to use
and manage Intune

= Validate Device &
Application readiness - Ongoing Incident Support for

» Recommendations for tools
and best practices to
enhance security




