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The Microsoft Intelligent Security Association (MISA) is an ecosystem of independent 
software vendors and managed security service providers that have integrated their 
security solutions with Microsoft to better defend against a world of increasingly 
sophisticated, fast-moving threats. aka.ms/MISA
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Valence’s SaaS Security Platform integrates with Microsoft’s Entra ID to provide visibility into identity risks, remediate misconfigurations 

and detect threats. The joint solution combines Valence’s analysis across dozens of SaaS applications of human identities and 

non-human identities (such as Enterprise Applications, service accounts, APIs, OAuth and 3rd party apps) together with Microsoft Entra 

ID’s visibility into Microsoft accounts and SaaS SSO configurations. Together, the joint offering provides insights into SSO or MFA 

enforcement gaps due to local configurations in SaaS applications, overprivileged identities, dormant accounts, and other risks. Valence 

also provides manual and automated remediation workflows to allow to reduce such risks. In addition, the platforms correlate threat 

signals such as Microsoft Entra ID’s risky user and service principal signals and Valence’s proprietary SaaS threat alerts.

Microsoft Entra ID (formerly known as Azure Active Directory) provides a 
complete identity and access management (IAM) solution with integrated 
security to manage and protect all your users and data. 
Microsoft Entra ID is a multicloud identity platform that integrates with 
Microsoft 365, Windows, Intune, thousands of SaaS applications, and your 
hybrid identity environment to meet the needs of today’s enterprise. 

Microsoft Entra ID offers rich signal and security controls that 
empower employees, partners, and customers to be productive by 
providing seamless, secure sign-in experiences to applications and 
services while protecting identities from threats. Secure user credentials by 
enforcing strong authentication and Conditional Access policies. 
Efficiently managing identities ensures that the right people have the right 
access to the right resources.

• Discover implementation gaps of strong authentication such as MFA and SSO in 

business critical SaaS applications

• Enforce the principle of least privilege by analyzing actual granted privileges in SaaS 

applications and usage patterns

• Detect and respond to SaaS threats with Microsoft Entra ID’s powerful risky signals 

and Valence’s holistic view into SaaS activities
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