


SDi 
Accepter

SDi
Cloud

Cloud
Device

Cloud Network (Vnet, VPC, etc.)

REGULAR CONFIGURATION
USER TO CLOUD

Local IP: 192.168.1.100
Public IP where device is

deployed, e.g. 85.240.xxx.xxx
Public IP of VM, e.g.

87.303.xxx.xxx
Local IP: 10.0.0.4

Public IP: 20.67.xxx.xxx

Cloud Network Settings of SDi Cloud VM:
Allow inbound tcp access on port 8080 from 85.240.xxx.xxx. 

Cloud Network Settings of Cloud Device:
Disable non cloud network inbound access to Cloud device.

Configuration Given to SDi Accepter
Local target IP: 192.168.1.100
Destination IP: 87.303.xxx.xxx or
20.67.xxx.xxx (recommended)
Other SDi Gateway IP: 87.303.xxx.xxx
Port: 8080
Server Mode: no

User
Device

SDi connection on port 8080
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REGULAR CONFIGURATION
CLOUD TO RESOURCE

Public IP: 84.200.xxx.xxx Local IP: 172.16.254.1
Public IP: 40.22.xxx.xxx

Cloud Device Settings:
Set 10.0.0.5 as the default gateway of the device, or configure
routing table to forward traffic destined for 40.22.xxx.xxx to
10.0.0.5 (SDi Cloud VM on same network) and disable
inbound access from devices outside the cloud network.

Cloud Network Settings of SDi Cloud VM:
Allow inbound tcp access on port 8080 from 84.200.xxx.xxx. 
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Local IP: 10.0.0.5
Public IP: 87.303.xxx.xxx

Local IP: 10.0.0.4
Public IP: 20.67.xxx.xxx

SDi connection on port 8080
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POLY CLOUD DEVICE
CONFIGURATION

Configuration A, specified
with unique port, e.g. 8080

and destination IP, e.g.
20.67.xxx.xxx 

Device (A)

SDi connection on port 8080

SDi connection on port 9000

Cloud Network Settings of SDi Cloud VM:
Allow inbound tcp access on port 8080 and 9000 from  public IP
of the SDi Accepter.

Cloud Network Settings of Cloud Device:
Disable non cloud network inbound access to the Cloud device.
Or dissalow access to all devices except the SDi Cloud VM and
the default gateway. 

Resource
Device

Configuration A, specified
with port 8080 and local IP of

resource device

Configuration B,
specified with port 9000

and local IP of Citrix
device
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POLY ENDPOINT
CONFIGURATION

Configuration A, specified
with unique port, e.g. 8080

Device (A)

Configuration B, specified
with unique port, e.g. 9000

SDi connection on port 8080

SDi connection on port 9000

Device

SDi connection on port 8080
(if SDi instance connects from unique public

IP, any port can be used)

Cloud Network Settings of SDi Cloud VM:
Allow inbound tcp access on port 8080 and 9000 from
specified IPs.

Cloud Network Settings of Cloud Device:
Disable non cloud network inbound access to Cloud Device.

Mono Connection

Poly Connection
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Configuration B, port 9000
and destination IP:

192.168.1.100

Local IP: 192.168.1.100

Local IP: 192.168.1.70

Device (B)
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SCALING UP YOUR
SDi  NETWORK

SDi networks can scale up or down for your use-case. 
Connections are modular and can be configured together in
various ways. Simply make sure that poly connections have
unique ports, and destination or local IP addresses; and that
one configuration specifies server mode as opposed to the
other. An SDi instance can support both server and client
configurations at the same time.
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