
Calico Product Offerings

Tigera is the industry leader in security and observability for containers, Kubernetes, and cloud, and is the creator 
and maintainer of Calico Open Source, the most widely used container networking, and security solution.

Workload Access Controls
Implement pod-level workload access controls and protect containerized environments in the Kubernetes cluster 
from outside threats, while enabling applications and workloads to securely communicate with resources outside 
the cluster behind a firewall or other control point.

Compliance
Create compliance policies for any compliance framework including PCI, SOC 2, and more. Continuously monitor 
compliance for your container, Kubernetes, and cloud environment. Retain a daily history of your compliance 
status. Generate on-demand or scheduled audit reports.

Faster  Troubleshooting
Enable faster troubleshooting of Kubernetes workloads and applications with Dynamic Service Graph, Dynamic 
Packet Capture, anomaly detection, and performance hotspots, leading to shorter time-to-resolution, less 
application downtime, and improved quality of service.
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Benefits:

Top use cases:

Kubernetes-native 
security and 
observability

Any container, any 
Kubernetes 

distribution, any 
workload, any cloud

Pluggable data plane 
includes eBPF, Linux, 

and Windows

Enterprise hardened 
and proven

Trusted by global enterprises & startups

Learn more at www.tigera.io
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Products:

Calico Open Source
A networking & security solution 
for containers, VMs & native 
host-based workloads.

Calico Cloud
Pay-as-you-go security & 
observability SaaS platform for 
containers, Kubernetes, & cloud

Calico Enterprise
A self-managed security & 
observability platform for 
containers, Kubernetes, & cloud

Calico Open Source Calico Cloud Calico Enterprise

Networking

Security

High-performance scalable pod networking

Advanced IP address management

Direct infrastructure peering without the overlay

Dataplane: Linux, Windows & eBPF

Dual ToR Peering

Security policy enforcement

Data-in-transit encryption

FQDN / DNS based policy

Microsegementation across Host/VMs/Containers

Observability

Dynamic Service Graph

Management

Multi cluster, multi-cloud & hybrid Cloud networking

Support and Maintenance

Support and Maintenance Standard/BusinessCommunity-driven Starter/Pro:
No Maintenance

Required

Application Layer Observability

Dynamic Packet Capture

Flow visualizer

Security policy preview, staging, & recommendation

Intrusion detection & prevention (IDS / IPS)

Compliance reporting & alerts

SIEM integrations


