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Microsoft Cloud Accelerator Workshops for M365 – Overview
Endpoint Management

Hybrid cloud security Manage & investigate risk Sensitive data

Teams Apps & Solutions Enable Frontline 

Transition to Cloud  Modernize  
Communications

Employee Experience with 
Microsoft Viva

Employee Experience with  
Microsoft Viva Insights

Improve your Secure Score 
with Microsoft Endpoint 
Manager

Discover threats and 
vulnerabilities in your hybrid 
environment

Uncover hidden insider risks 
in your environment Understand the hidden  

compliance risks of 
dark data

Drive business results 
through scenarios for  
increased efficiency 

Connect your  
workforce 

Evaluate your secure work 
from anywhere options and 
business implications Assess

Gather information on 
current environment and 
practices for calling

Assess
• Gather information on  
  key business scenarios
• Define scope
• Identify business stakeholders 
• Introduce Microsoft Viva

Assess
• Gather information on 
  key business scenarios
• Define scope
• Identify business stakeholders 
• Introduce Microsoft Viva

Assess
Gather information on 
current environment and 
meeting practices

Get a rating of your 
identity security posture 
and see how it compares 
to your peers

Gain insights about your 
users’ endpoints and their 
compliance with your IT 
policies

Understand what can be 
done to reduce the attack 
surface area for hybrid 
workloads.

Assess your environment  
against the Data  
Protection Baseline

Assess your  
environment against the 
Data Protection Baseline

Develop defined next 
steps based on your 
needs and objectives.

Learn about tools and 
services that can mitigate 
risks

Learn about tools and ser-
vices that can mitigate risks

Enable app  
governance through 
guidance on governing  
Microsoft Teams apps 
using policies and controls

Two-day workshop leaves you 
with a concrete deployment 
plan, timelines, and next actions Build the Plan

Build the plan for how to deploy 
and adopt  
Microsoft Teams Phone

Build the Plan
• Build upon your newfound  
  knowledge and pair it 
  with your unique business 
  challenges
• Prioritization of scenarios 
  and next steps built into  a plan 

Build the Plan
• Build upon your newfound 
  knowledge and pair it 
  with your unique business 
  challenges
• Prioritization of scenarios  
  and next steps built into a plan 

Build the Plan
Build the strategy  
and roadmap for  
deployment and adoption

Understand how to prevent 
identities from being  
compromised

Understand how to prevent 
identities from being  
compromised

Learn how to build management 
policies that protect your users, 
company data, and devices

Learn how to prioritize and mitigate 
potential threats to your servers 
and services.

Monitor user behavior and  
communications for risky behavior Assess your organization’s dark  

data risks with Data Risk Check

Accelerate outcomes with 
ready-to-use apps, low code 
solutions, and solutions tailored to 
your needs

Digitize manual  
processes

The goal is to envision and 
enable  the  
scenarios that are relevant 
to you

Art of the Possible
Showcase modern calling capa-
bilities powered by  
Microsoft Teams Phone

Art of the Possible
• Showcase employee  
  experience transformation 
• Microsoft Viva overview   
  with selected pathways 
• Demos and immersive experiences

Art of the Possible
• Showcase employee  
  experience transformation 
• Microsoft Viva overview with  
  selected pathways 
• Demos and immersive experiences

Art of the Possible
Showcase hybrid  
meeting and meeting room 
experiences

Gain insights into apps used 
in your environment – even  
ones unsanctioned by IT

Determine the best way to give 
your users access to the apps 
they need on the devices of their 
choosing

Learn about benefits and capa-
bilities of Azure Defender and 
Azure Network Security.

Receive an analysis and report on 
findings and associated risks Receive an analysis and report on 

findings and associated risks

Explore recommendations and 
next steps

Explore recommendations and 
next steps

Manage and protect your devices, your apps, and 
your users

Get ready to achieve more with Microsoft Teams 
platform

Get a customized threat & vulnerability analysis of 
your hybrid and multi-cloud environment 

Intelligently investigate and take action on insider risks Discover risks from dark data and learn how to 
address them

Identity is today’s control plane for digital  
transformation

Microsoft Teams as the hub for teamwork

Discover how Microsoft Viva helps organizations 
deliver personalized experiences to their employees 

Discover how Microsoft Viva, an integrated platform 
built on top of Microsoft Teams, will help your people  
to be their best, to thrive in the new reality.

Gain a bird’s eye view across your enterprise with SIEM 
for a modern world

Empower your people to be productive and secure 
from anywhere

Come together to get work done Improve your security posture with a Microsoft Threat 
Protection WorkshopModern voice solution and phone system capabilities 

that combines unified communication and teamwork

Enable users to be productive, on any device, without 
compromising IT security

Learn what the Microsoft Teams platform can do for your 
organization. 

The workshop gives you the insights you need to understand 
insider risk in your organization.

The workshop gives you the insights you need to understand 
insider risk in your organization.

We will help you find identity risks happening now in your 
environment, gain insights on your application landscape, and 
improve your identity security posture.

our consultants will walk you 
through the art of the possible, 
working with you to identify 
unique needs of your frontline 
workforce to help solve your 
specific collaboration challenges

A three-phase engagement 
that provides an overview of 
the Art of the Possible, and 
deep dives across the Viva 
suite with Topics, Connections, 
or Learning.

A three-phase engagement 
that provides an overview of 
the Art of the Possible, and 
deep dives across the Viva 
suite with Topics, Connections, 
or Learning.

Learn how to empower people to be more productive and 
secure as they adapt to new ways of working with Microsoft 365 Showcase modern calling capabilities and build a plan to deploy 

and adopt Microsoft Teams Phone
We‘re building experiences to help everyone thrive in this new 
world of hybrid work 

Hybrid Meetings 

Securing identities

Accelerate 
onboarding

Empower with 
devices

Protect your 
organization

Improve your cloud security 
posture with a Microsoft Hybrid 
Cloud Security  Workshop

Threat protection

Azure Sentinel

Identify real threats to your  
cloud environment with  
Threat Check

Understand the features and 
benefits  of Azure Sentinel

Deliver the  
end-to-end   
Microsoft security story

Better understand,  
prioritize, and mitigate 
potential threat vectors

Develop joint plans and 
next steps

Develop joint plans and 
next steps

Understand your security goals and 
objectives

Gain visibility into threats across 
email, identity, and data 

Showcase security scenarios  with 
product demos

Create a defined deployment 
roadmap based on your  
environment and goals 

Learn how to put next-generation 
Microsoft security tools to work 
for you.

See and stop threats before 
they cause harm with an Azure 
Sentinel Workshop

Check the workshops 
available and contact 
your SoftwareONE 
account manager to 
discuss eligibility or 
find other options to 
support your need 
around our M365 
service offerings.

Copyright © 2021 by SoftwareONE AG. All rights reserved. SoftwareONE is a registered trademark of SoftwareONE AG. All other trademarks are the property of their respective owners. SoftwareONE shall not be liable for any error in this document. Liability for 
damages directly and indirectly associated with the supply or use of this document is excluded as far as legally permissible.


