
Endpoint Management 
Quick Start
How are you managing your mobile devices, laptops, and other user endpoints? Do 
you know if your user’s devices are compliant with your IT policies? 

Enable users to be productive, on any device, without compromising IT security. 

Today’s users are looking for more ways to remain productive while working on 
any device. 95% of organizations allow personal devices in the workspace. All these 
devices add additional risks, when you consider that 70 million smartphones are 
lost every year. 

Improve your Microsoft Secure Score 
with Microsoft Endpoint Manager

Build management policies that protect 
your users, company data, and devices

Control users’ endpoints and manage 
compliance with your IT policies

Give your users access to the apps they 
need on the devices of their choosing



Coretek is the #1 Microsoft Azure Partner in the U.S. and an Azure 
Expert Managed Service Provider. Coretek consults, builds, manages, 
and maintains IT infrastructure, enabling business leaders to spend 
less time thinking about technology and more time focused on their 
customers, culture, and communities. Coretek solves the world’s 
most complex business challenges with the cloud.

We deliver customer success, no exceptions!

coretek.com  |  844-4-CORETEK  |  inquiry@coretek.com

Remote Workforces Demand 
Secure Endpoint Management
Options to Get Started Quickly

Get started with our Endpoint Managment Options
coretek.com/contact

Gold

Microsoft Partner
Azure Expert MSP

Intune Mobile Device & 
App Management Pilot

Modern Security 
Management & Endpoint 
Hardening Prepare for AutoPilot

5 days | $10k 5 days | $10k 5 days | $10k
• Discovery & Assessment

• Design Sessions

• MDM/MAM for Corporate 

Devices

• MAM for BYOD

• Conditional Access

• Device Enrollment, 

Compliance, & Security 

Policies (iOS, Android)

• Pilot 5 devices for each use 

case

• Knowledge transfer & design 

document 

• Defender for Endpoint 

Configuration and Deployment

• Endpoint Detection and 

Response

• Exploit Guard

• Application Guard

• Windows 10 Security Baseline 

for Endpoint Hardening

• Bitlocker Configured and 

Deployed through Intune with 

Key Escrow

• Windows Firewall Management

• Conditional Access Additions

• Hardware vendor and 

distributor registration with 

AutoPilot

• Application Packaging

• Hybrid AD or Azure AD join 

planning

• AutoPilot Profile Configuration

• AutoPilot Pre-Provisioning 

Profile Creation

• Enrollment Profile Creation

• Base-level Configuration and 

Compliance Profile Creation

• Pilot with up to 5 devices


