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Data Security Value Insights
As a Microsoft GSI partner and Azure Expert MSP, we hold all six Solution 
Partner Designations in Microsoft’s Cloud Partner Program, supported by 
multiple Specializations. We help formulate a strategic plan for your 
organization, providing insights into threats across email, identity, and data 
and clear guidance to enhance your long-term security posture.

In Scope:

• Microsoft Cloud Services 
automated discovery: Exchange 
Online, SharePoint Online and 
Teams

• Enabling Data Risk Check 
Discovery Services: Microsoft 
Purview Information Protection & 
Governance, Data Loss Prevention, 
and Content Search

• Analysis and Reporting

• Compliance Manager Tenant 
Assessment 

Out of Scope:

• Non-Microsoft Cloud services

• Proof of concept or pilot 
deployment

• Creation of a data labeling 
taxonomy 

• People & Processes 

What We Offer
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Uncover and reduce data risks through data-
driven analytics and visualizations and identify 
compliance solutions.

Protecting information - wherever it goes - is 
critical to ensuring trust and meeting compliance 
requirements. But first, you need to know what 
data you have, where it is, how it’s being used, and 
possible compliance risks.

The Protect & Govern Sensitive Data Workshop 
gives you the insights to discover better, protect, 
and govern your corporate data. ROUGH TIMEFRAME

in WEEK 1

Pre-
Engagement Call

&
Customer

Orientation

in WEEK 2

Engagement 
Setup

in WEEK 2-3

Data Security 
Check

Automated
Discovery

in WEEK 4

Key results, 
recommendation
s and next steps

Microsoft 
Purview 
Portfolio 
Overview

in WEEK 4

Conclusion

Alignment of expectations, scope  and 
scheduling
Analyse your sensitive data goals and objectives 

Kick-Off, definition of scope & deployment of  Discovery Services in your production environment to 
identify privacy and regulatory risks in your data –: Exchange, SharePoint, Teams,. Optional: On-prem 
data stores , W10 endpoints

Assess performance relative to key data protection standards and 
regulations

Next steps on how to jointly proceed with a production implementation

How it Works Execution Strategies and Solutions
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Clear look into Microsoft’s approach to 
mitigating and controlling privacy and 
regulatory risks.

Company: 

An Austrian financial institution attaches great 

importance to IT security. It uses technologies 

such as Microsoft Purview Information Protection 

and Data Loss Prevention to ensure the security 

of sensitive financial data.

Data Risk Check report includes findings and 
insights from the automated discovery 
process.

Solution:

• To address the requirements, a strategy for the 

configurations to be implemented was first 

drawn up together with the customer

• Based on the strategy, the classifications were 

tested and implemented in a customer 

environment

• Further measures were defined in 

a roadmap, including:

• Encryption, Data Loss Prevention, 

Office/ Advanced Message 

Encryption, Automatic classifiers, etc.

A list of recommendations and actionable 
next steps will help mitigate the identified 
privacy and regulatory risks.

Outcome:

• Based on the jointly developed strategy 

and the implemented classification solution, 

the customer can classify data and protect it 

in encrypted form

• By implementing the proposed measures 

and security modules, a significant increase in 

the security level of the cloud services 

was achieved

Customer Outcomes

Customer Success

Eviden is your preferred digital, cloud, data, 
and security partner to help you realize your 
digital future. Together, Microsoft and Eviden 
are expanding the possibilities of data and 
technology, now and for generations to come. 

Microsoft Business Group
global-microsoft@eviden.com

Contact 

mailto:Microsoft.global@eviden.com
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