
© Eviden SAS© Eviden SAS

Threat Protection Value Insights

What We Offer

“

”

The Microsoft Threat Protection 
Engagement helped us 
understand our maturity levels 
on different sectors of 
cybersecurity.

-Harri Kivimaa, Head of End User Services, VTT

As a Microsoft GSI partner, Azure Expert MSP, and we hold all six Solution Partner 
Designations in Microsoft’s Cloud Partner Program, supported by multiple 
Specializations. We help formulate a strategic plan for your organization, providing 
insights into threats across email, identity, and data and clear guidance to enhance 
your long-term security posture.

In Scope:

• Deployment of trial licenses for Threat 
Check

• Configuration of Security tools to discover 
threats concerning identity, email, and 
data

• Security Tools: Sentinel, Defender XDR, 
Entra ID Protection, Defender for Office 365, 
and Defender for Cloud Apps

• Defender for Endpoint: Onboarding 5 – 100 
devices (Windows 10/11 only)

• Defender for Cloud Apps: One-time manual 
upload of logs from the firewall or proxy 
server 

• Detailed self-assessment of customers’ 
security landscape and definition of next 
steps

Out of Scope:

• Devices other than Windows 10/11 devices

• In-depth analysis and investigation of 
detected threats

• Threats in the on-premise infrastructure 

• Forensic analysis 

• Technical designs or implementations

• PoC or Lab Deployment 

See what customers are saying:
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Conduct threat checks and configure various 
security tools to detect identity, email, and data 
threats.

Do you know how many phishing attacks your 
organization has received? If employees adhere to 
your password policy? Whether personal data is 
being exposed? In short, is your organization’s 
cloud environment as secure as you think?

In this format, we’ll help you develop a strategic 
plan customized for your organization. You’ll gain 
visibility into immediate threats across email, 
identity, and data, plus clarity and support on 
upgrading your security posture for the long term.

How it Works Execution Strategies and Solutions

in WEEK 1

Pre-Engagement 
Call &

Customer
Orientation

in WEEK 2

Engagement 
Setup

in WEEK 2-4

Data 
Collection

Threat 
Exploration & 

Report 
Preparation

in WEEK 5

Key results,
Insights, 

recommendations 
and next steps

Alignment of expectations, general scope and scheduling
Self Assessment of your security landscape and identification of top priorities, main influences and opportunities 
(questionnaire)

Kick-Off, definition of scope & deployment of  Microsoft Threat Detection 
tools in your production environment

Key results of the Threat Exploration in your environment, 
insights to Microsoft’s holistic approach to  security, and how it relates to your organization,
demonstrations of Microsoft’s  integrated security, including the latest  tools and methods,
next steps on how to jointly proceed
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We will partner with you to strengthen your 
organization’s approach to cybersecurity and help you 

better understand how to prioritize and mitigate 
potential attacks.

Company:

• Our customer, an Austrian financial 
institution, strongly focuses on IT-Security 
and uses Microsoft technologies to ensure 
the security of sensitive financial data.

Understanding how to mitigate threats by showing 
how Microsoft 365, Entra ID Protection, and Application 

security products can help mitigate and protect 
against threats that are found. 

Solution:

• Execution of a workshop including 
designing and testing of Defender for 
Endpoint, Defender for Cloud Apps, 
Defender for Office365, Defender for 
Identity, Entra ID Protection, and Microsoft 
Sentinel in the customer environment

• Together with Eviden, a roadmap for the 
next steps regarding M365 E5 was drawn 
based on the results of the workshop

Recommendations and planning next steps for a 
production deployment.

Outcome:
• Based on the results, the customer was able to 

successfully identify security-critical 
vulnerabilities and the corresponding added 
value of the M365 E5 modules

• By testing and implementing the Defender 
Suite and Sentinel, the customer was able to 
gain in-depth impressions of the Microsoft 
security products

Customer Outcomes

Customer Success

Eviden is your preferred digital, cloud, data, 
and security partner to help you realize your 
digital future. Together, Microsoft and Eviden 
are expanding the possibilities of data and 
technology, now and for generations to come. 

Microsoft Business Group
global-microsoft@eviden.com

Contact 

mailto:Microsoft.global@eviden.com
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