Synergy Advisors

Synergy’s E-Vigilant tool provides
advanced alerts, naotifications, and
responses for end users, directly in
Microsoft Teams, upon security and
productivity events.

Workflow
sent Alert

For example, E-Vigilant can build on
top of Office 365 Data Loss Bot
Prevention (DLP) to transfer the Bot Logging
response to violations from IT or

costly ticketing systems to business
users with the requisite context and

interest in the violation. ’

Our robust rules engine and
Bot Actions ‘

Notification

integration with Power Platform
unleashes powerful response
capabilities to optimize your DLP
platform by reducing false positives
and surfacing malicious incidents
while reducing costs.
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E-Vigilant in Action

eNotify the right people
eQrganization or content
based

*End user, mgmt., upper
mgmt., technology, business

Business
Driven
Notifications

eWorkflow-based alerts and
notifications

oSLAs
eActions based on impact

Business
Driven
Actions

eCentralized user notification
via Teams

eCentralized admin view via E-
Visor/E-Visor for Teams

NEETESS
User
Experience

Modern alerts, notifications, and
response for M365

Workflow Example
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Alerts, Notifications, {{}
and actions
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Valeria Approve, Etc.]
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@ E-Bot 837 PM
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Alert!

Hi Simon, On July 26, 2020 aP 20:21, E-Suite
-B@T detected one or more violations of your
organization’s data lost prevention (DLP) policies

by you or one of your direct reporting users
below:

No. User

Severity Detail

1 ana@modernworkplacedemo.com A

® DLP EXO - Colombian citizen IDs detection
Justification
We are sharing this IDs and additional contractor info to our
business partner/customer who requested those outsourcing
resources for Q3 engagements

Type Count Confidence
Colombian Citizen ID’s (10 or more) - 84 60%
Encrypt
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E-bot notification and response

built into Teams, email, and more
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IT focused Alerts,
Notifications, and Case
Management actions
[Justification, Escalate,
Approve, Etc.] via E-
mail, E-Bot and Teams

app

Technical
Audience

Contact: info@synergyadvisors.biz



