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Insurance Trade Healthcare Oil & Gas Maintenance

USE CYGNATURE TO SIGN DOCUMENTS ACROSS INDUSTRIES, ACROSS FUNCTIONS

 Sales Contracts

 NDA

 Invoices

 Partner Agreements

 Purchase Contracts

 Non-Disclosure 

Agreements

 Industry specific

 Non Disclosure 

Agreements

 Employee NDA

 Offer Letters

 Vendor Contracts

 Work Orders

 Project specific

 Multi-party 

agreements

 Financial 

Documents

Sales Purchase
Legal & 

Compliance

Human 

Resources
Operations Finance

AutomobilePharma IT Manufacturing



Features  Registration

 Login

 Creating Document for Signing

 Signing as a Registered User

 Signing as a Guest

 LIVE Cygnature

 Certification Of Completion

 Verification

 Dashboard

 My Profile Section

 Message & Notification



2F-Authentication

Signer

Email OTPMobile OTP

Password
OTP

(One Time Password)

Dashboard



Dashboard

Statistics

Upload 

Document

Pending/Unsigned 

Document Tracking

Add / Edit your 

Signature

Access Signers 

Calendar

Check and manage 

your Drafts



Document Upload Features & Benefits

Upload Document

Upload Document

using Goggle Drive

Upload Document 

using Dropbox



Reminder & Notification Set Document Due Date & Validity



Parallel Signing Order

Sequential Signing Order

Signing Order



Electronic Signature

Aadhaar E-Signature 

(India’s National ID)

Bio-Metric Signature

(Authentication Modes)
Hardware Signature

Certified Signature

Types Of Signature



Electronic Signature

Signer

DrawType Upload

 Draw signature by yourself with help of cursor or 

a digital pen on the agreement, as simple as 

that.

 Upload an Image of Signature from any local, 

google, One Drive and paste it on placeholder.

 Cygnature allows you to select sign from 

previously uploaded ones with a customized font 

and size.



Bio-Metric Signature

Face Signing

Iris Signing

Finger-Print 

Signing



Face Signing

Signer

 With Cygnature users can signing or 

authenticate signing of documents using 

face as identity. 

 If the user has saved their face picture in 

the profile section Cygnature will 

authenticate the same.

 The face signing happens with the help of 

webcam and use of Cygnature utility 

application.



Iris Sign

Signer

 With Cygnature users can sign or 

authenticate their sign of documents 

using IRIS as identity. 

 User can save their IRIS identity in the 

profile section.

 The IRIS signing can be used using the 

IRIS device and Cygnature Utility 

Application. 

 The IRIS signing is an advanced signing 

option available to users.



Finger Print Signing

Signer

 With Cygnature users can sign or 

authenticate signing of documents using 

Fingerprint as identity. 

 If the user has saved their Fingerprint in 

the profile section Cygnature will capture 

& authenticate the same. 

 The Fingerprint signing can be used using 

the Fingerprint device and Cygnature 

Utility Application. 

 The Fingerprint signing is an advanced 

biometric signing option available to 

users.



Hardware Key 

(USB Token)

Hardware Signature
(USB Token)

Signer

HARDWARE SIGN 

AUTHORITY

 A hardware token may be a physical 

device that an authorized user of 

computer services is given to ease 

authentication. 

 This may be a USB dongle that provides 

a key, or a device the person caries 

with them that displays a set of 

numbers that change with time such as 

an RSA SecurID to provide two factor 

authentication.



Signer

Certified Signature

What is Certified Signature?

 It is an enhanced digital signature that 

authenticates the email ID of the signer, 

using GlobalSign, a WebTrust-certified 

global certificate authority (CA). 

 Certified sign provides an enriched and 

more secure layer of authentication over 

and above Cygnature's default electronic 

signatures. 

Certificate

Authority



National ID Authority

UIDAI AUTHORITY

AADHAAR Sign (National ID of INDIA)

Signer

 An AADHAAR e-sign is applicable only in 

India. 

 A signer can sign using Aadhaar number 

which is issued by UIDAI. 

 The Aadhaar e-sign will fetch all details of 

the signer as a sign by only taking his 

Aadhaar Number.

 Use of Aadhaar sign requires the availability 

of Fingerprint device.



National ID Authority

EMIRATES IDENTITY 

AUTHORITY

Emirates Sign (National ID of UAE)

Signer

Emirates Sign

 An Emirates ID signing is only applicable in 

UAE. 

 A signer can sign using his Emirates ID 

which is issued by EIDA.The Emirates sign 

will fetch all details of the signer as a sign 

by taking his Emirates ID number. 

 The use of emirates ID does not require 

availability of any device.



Capture 

Geo- Location

Capture Browser 

Details

Capture Device OS 

Details

Capture Blockchain 

Hash

Capture Blockchain Audit Trail

Completion Certification



Sign Anywhere, Anytime on 
Anydevice

Signer

PC/Mac

Mobile

Tab



API Integration with Business System

Workflow

System

Document 

Management 

System

Business System 
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CRM

System

Active Direction 

System

Business System 
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Business System 
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Blockchain in Cygnature

Blockchain Engine

Create Hash Create Block Update Audit Trail

Block Explorer DatabaseAudit Trail

Create Document
Signer 1

signed
Final Signed

Document

Signer…n

signed

Document    Hash

Transaction   Hash



Audit Trail



Block Explorer



Sales: hello@cygnature.io

Support: support@cygnature.io 

Follow us

SIGN UP FOR A FREE TRIAL

Whether you are a Startup, SME or 

Enterprise, we have a plan for you. 

Go Paperless. 

Save Trees. 

Use Cygnature

www.cygnature.io 

https://www.facebook.com/docygnature/
https://www.facebook.com/docygnature/
https://twitter.com/DoCygnature
https://twitter.com/DoCygnature
https://www.linkedin.com/company/docygnature/
https://www.linkedin.com/company/docygnature/

