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Our Cyber Security Fusion Centre services (CSFC) 
consist of our SecureFabric SME and Enterprise.

The SecureFabric SME offering focuses on services 
delivered to small SME’s and SMB’s with 250 users 
or less.

The Enterprise offering focuses on medium 
and large enterprises who requires specific, 
comprehensive, and a variety of SOC related 
services that must be packaged accordingly.

What do we do?

We offer  cyber security services to smaller 
organisations that are not able to afford their own 
SOC team or have the ability or capacity to do 24 
x 7 x 365 event monitoring, while our Enterprise 
delivers advanced and end-to-end services specific 
to the needs of our medium and large customers.

The SecureFabric SME Offering

The LIT SecureFabric SME service is enabled via 
Xcitium and the buying options to customers are:

 • SecureFabric SME MDR Plus – AEP + Endpoint 
Detection and Response (EDR), as well as a 
network intrusion detection sensor to deliver 
comprehensive Managed Detection and 
Response (MDR)

 • SecureFabric SME MDR Advanced - AEP + EDR 
+ MDR + IDS and allow for additional security 
event source feeds, e.g. firewall logs, MS AD 
audit logs, Office 365 monitoring, and more

Both the MDR SecureFabric services above include 
24 x 7 x 365 event monitoring, event and incident 
analysis, incident management and incident 
response to significantly improve the security 
posture for smaller entities that are not able to do 
so themselves.

SecureFabric Enterprise  

SecureFabric Enterprise service is enabled via the 
Microsoft Sentinel Security Incident and Event 
Management (SIEM) / Security Orchestration, 
Automation and Response (SOAR) cloud-enabled 
offering, or Fortinet’s SIEM platform for those 
customers that select not to have their data 
stored in the cloud and have the requirement 
for their data to reside inside their country’s own 
jurisdiction.

This offering provides for most if not all SOC 
needs, including but not limited to 24 x 7 x 365 
event monitoring, SIEM/SOAR administration, 
content and dashboard management, event 
and incident management, incident response, 
threat intelligence and actionable reporting 
and dashboards that are customized to specific 
customer needs.

Key to these services is that customers can do 
pro-active mitigation, rather than to be reactive to 
incidents already effecting them.
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