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To cater to the steadily growing customer demand and increase their reach to 
various geographies, organisations develop a vast supply chain network of 
channel partners. Organisations also incur sales and distribution costs for sales 
led initiatives and campaigns through channel partners. This is considered as 
the cost of customer acquisition and depending on various factors, it can range 
between 7 to 15 per cent of the sales. The ‘high rewards’ offered  
to sustain growth, increase sales and brand awareness often come with  
‘high risks’, which need to be monitored on an ongoing basis. Such risks may 
lead to malpractices causing financial losses, as well as reputational damage 
to organisations.

Indicative risks relating to sales and 
distribution spends 
Fictitious sales

1. Fake outlets created in the system to show wider
reach

2. Fictitious sales recorded in the system to obtain
undue scheme benefits

3. Manipulation of sales, discounts, schemes and
benefits by not conveying necessary information to
the outlets

4. Diversion of products required to be sold from
one channel to another, to claim undue benefit
of price arbitrage between the two channels.

Scheme distribution

1. Miscommunication of scheme details with an intent
to not distribute/partly distribute benefit to the
intended recipients

2. Fictitious acknowledgments created for distribution of
scheme benefits and submitted with the claims as an
evidence for distribution of scheme benefits.

Incentives on sales

1. Manipulation of sales targets to demonstrate
achievement of eligibility criteria for earning sales
incentives

2. Alteration of actual sales data/other data relating to
coverage to demonstrate achievement of eligibility
criteria for incentives.

Visibility

1. Morphed or same photographs submitted with
multiple claims

2. Inflated or fictitious invoices submitted for branding
activities, such as sign boards, window space
amongst others.

Subsidies

1. Manipulation of books of accounts to increase return
on investment subsidies

2. Manipulation for documents to wrongly demonstrate
eligibility for subsidies.

Inventory and Point of Sale Material (POSM) 
management

1. Slow moving goods categorised as damaged
goods to get undue benefit of the same from the
organisation

2. Manipulation of inventory records to claim higher
benefits from the organisation

3. POSM not distributed were either sold in the market
or sold as scrap by the channel partners.

Channel partner payouts

1. Irregular pattern of billing to channel programme/
loyalty programme outlets to claim undue benefits

2. Duplicate outlets existing in multiple programmes to
claim multiple benefits

3. Fictitious invoicing to outlets in a particular channel
due to higher discounts.

KPMG Sales and Distribution Leakage Detector 
Various organisations have either already implemented or are implementing Distribution Management System (DMS), 
Sales Force Automation (SFA), merchandising portal, among others to control and monitor their secondary sales and 
distribution activities. However, vulnerabilities in these systems and lack of regular monitoring could lead to leakages 
in the sales and distribution spends.

KPMG in India has a proprietary tool for data analytics using algorithms, based on the forensic team’s experience 
of advising clients during multiple engagements. The tool utilises advanced machine-learning model to identify 
anomalies in sales and sales-led initiatives such as indicators of fictitious outlets, fictitious secondary sales, 
miscommunication/manipulation of secondary schemes, submission of morphed or manipulated documents with the 
claims, among others.
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Key capabilities of the tool

Automated rule-based data analytics on 
sales and distribution spends data

Advance capabilities of web crawling, web-
scrapping to validate information like contact 
details, geolocation and tax identification 
number available with the organisation

Artificial intelligence-based feedback calls 
and chat bots to obtain confirmation of 
existence of the outlets, sales made to them 
and receipt of sales-led initiatives operated 
by the organisation

Automated Early Warning Systems (EWS) to 
identify issues on an on-going basis and use 
of Machine Learning (ML) to analyse data/
documents on a near real time basis.

Advance image verification algorithm to 
identify similarities and differences between 
two or more photographs and identify 
morphed photographs submitted as evidence 
of conducting marketing activities

Verify documents submitted by the 
channel partners with the claims as 
evidence of operation of sales-led 
initiatives 

The functionalities of the tool would potentially help an organisation build an effective ecosystem that is 
aligned with the business objectives and provide early warning indicators of potential leakages, which 
could be mitigated by them.

Key features of the tool

In-built risk 
database

In-built algorithms 
based on KPMG in 
India’s experience 

from multiple 
engagements that 
come as an ‘out of 
the box’ solution

Advanced data 
analytics 

Ability to leverage 
on advanced 

analytical features 
for effective 

leakage detection 
through machine 

learning

Visualisation
Intuitive 

visualisation and 
representation of 
insights identified 

from the tool 
with multiple 

parameters and 
with an option to 

export the outliers 
in various formats

Flexible and 
scalable 

Customised 
to integrate 
with varied 

systems (like 
SFA, DMS, ERP, 
merchandising 
portal among 
others) and 
scalable for 

growing needs of 
an organisation

Near real-time 
risk monitoring 
Near real-time 
monitoring of 

transactions to 
help ensure timely 

detection of 
potential leakages.
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