
SECURE EMAIL TO
Public authorities  •  Companies  •  Private individuals

Secure email to everyone
Secure communication to any 

recipient - also recipients without 
a secure email solution

GDPR and EU compliant
Meets GDPR, Danish and Euro-

pean standards and the require-
ments of ISAE 3402

DPG - Digital post gateway
Secure email - use DPG to meet public require-
ments and the GDPR

DPG is the solution that enables companies of all sizes 
to communicate simply and securely via encrypted and 
signed emails.

In addition to traditional email security solutions, DPG 
also solves the issue of secure communication with 
private individuals and small companies using Microsoft 
Office Message Encryption (OME) and e-Boks*.

DPG is 100% integrated with the Outlook and Microsoft in-
frastructure and supports both on-premise and cloud-ba-
sed Exchange (Office 365).

The benefits are simple and quick implementation that 
does not affect the email flow, no changes in the firewall 
configuration, no new administrative tools and direct 
transmission from your familiar Outlook.

Easy and user-optimised
Integrated in your Microsoft infra-
structure - simply use the normal 

send button in Outlook

All-in-one transmission
Supports s-mime, end-to-end 

encryption, TLS, Microsoft OME, 
e-Boks and Digital Post

Microsoft platform
Integrated with Microsoft Exchan-

ge, on-premise as well as cloud-ba-
sed Exchange

Integration with Microsoft 
Works with other Microsoft featu-
res, including DLP, AIP and OME



  

The button that 
makes it all secure!

The secure transmission button is an add-in for 
Outlook. You no longer need to worry about 

whom, where and how you send secure emails.
 

You decide when to use secure transmission by 
using the ‘enable’ and ‘disable’ buttons.

*See the e-Boks product sheet.

Secure email
enabled

Secure email
disabled



Outlook as usual

The unique design of DPG makes 
secure transmission easier than ever.

The modern design of DPG provi-
des you with more options. Secure 
transmission of emails now extends 
beyond recipients with a secure email 
solution: you can now send emails to 
everyone - whether the recipient has a 

secure email solution or not.

DPG automatically analyses recipient 
conditions and selects the optimal 
transmission method - all you have to 
do is push one button.

Your data is not at risk of ending up in 
the wrong hands.

DPG retrieves and validates certifica-

tes directly from NemID, and you need 
not worry about manual and local 
handling on employees’ computers.

Integration with Microsoft
DPG supports and integrates with the 
Microsoft infrastructure. Setup and 
configuration are directly administe-
red in the standard Exchange/AD and 
support functions like security groups.

You no longer have to move the MX 
record, and you stay in control of your 
own email flow while being able to use 
DKIM and DMARC.

Utilising Microsoft DLP 
DPG integrates with Microsoft 365 
Compliance/DLP (Data Loss Preven-
tion). All outgoing emails are checked 
for specific words, personal ID 
numbers, passport numbers, driving 
licence numbers etc. Emails with spe-
cific content are prevented from being 
sent unencrypted, and DPG ensures 
the use of end-to-end encryption only 
for large amounts of sensitive data.

Supports several platforms 
DPG enables the secure transmission 
of email communication across PCs, 
Macs and webmail.

	Encryption, signing and 
secure transmission to every-
one in one and the same 
solution 

	Intuitive and easy to use 

	The natural choice for your 
Microsoft platform

	Interaction with Microsoft 
Data Loss Prevention 

	Meets all Danish and Europe-
an standards 

	Flexible subscription struc-
ture and solutions for all 
company types 

	Supports e-Boks and Digital 
Post 3.0

Your benefits

How DPG works
User Exchange server Security The Internet

Digital Post 3.0

Ordinary email

Secure email

Own server
Office 365 hosted

GRAPH, 
EWS, SMTP

Outlook with 
SikkerPost add-in

• Do you need 100% security 
for your emails?

• Would you like to use one 
system to send emails to 
public authorities, private 
companies and private 
individuals?

• Do you have GDPR require-
ments to live up to?

• Would you like for your data 
to be stored within the EU 
only?

• Would you like a system 
requiring no training?

Is DPG for you?

www.sikker-post.dk

DPG SYSTEM 
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COMPATIBLE WITH 
ANY SECURITY 

YOU MAY HAVE!
 

DMARC/DKIM,  
Antimalware, ATP  

etc.


