
More Information
If you are interested in the NIST Workshop, please 
contact your Sentinel Account Manager. If you do 
not have a Sentinel Account Manager, feel free to 
contact us and we will ensure that you have 
everything you need.  

Highlights
• Identify security standards and guidelines applicable across sectors of critical infrastructure
• Provide a prioritized, flexible, repeatable, performance-based, and cost effective approach
• Help owners and operators of critical infrastructure identify, access, and manage cyber risk
• Enable technical innovation and account for organizational differences
• Provide guidance that is technology neutral and enables critical infrastructure sectors to benefit from 

a competitive market for products and services
• Include guidance for measuring the performance of implementing the Cybersecurity Framework
• Identify areas for improvement that should be addressed through future collaboration with particular 

sectors and standards-developing organizations

NIST Cybersecurity Framework Workshop 
National Institute of Standards and Technology (NIST) Cybersceurity Framework 
(CSF) review with the customer to analyze organizational alignment to these 
standards. The NIST Cybersecurity framework provides a comprehensive approach 
to protecting critical infrastructure using standards and guidelines. This framework 
emphasizes a prioritized, flexible, repeatable, and cost-effective approach for 
organizations to manage cybersecurity-related risk. This is a best practice review of 
your people, process and technology controls for cybersecurity.
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Contact Us Today for More Information!




