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The Microsoft Intelligent Security Association (MISA) is an ecosystem of independent 

software vendors and managed security service providers that have integrated their 

security solutions with Microsoft to better defend against a world of increasingly 

sophisticated, fast-moving threats. aka.ms/MISA

Microsoft Defender for 
Endpoint

A unified endpoint security platform for 
prevention, post-breach detection, 
investigation, and response.

Managed Endpoint Microsoft from BT is a comprehensive managed 
security service wrap for Defender for Endpoint 

Learn More

We provide managed security services to customers all over the world and have the technology and intelligence to spot and tackle 

cyber threats before they become the stuff of headlines. The expertise that comes from how we protect BT from over 200,000 

attacks per month, and the many years of defending ourselves, has allowed us to develop the unique tradecraft that we use to 

secure our customers.

Every day we protect our customers in the same way we protect ourselves, we want you to join us so you will be protected too.

Microsoft Defender for Endpoint is a complete security solution powered 

by the intelligent cloud that protects endpoints from cyber threats, 

detects advanced attacks and data breaches, automates security 

incidents, and improves security posture. It offers a rich set of APIs to 

build integrated solutions. Security and data privacy are the priorities of 

the platform.

• 24x7x365 monitoring of your Microsoft Defender for Endpoint estate – to ensure 

round the clock cyber threat protection for every endpoint connecting to your 

network. 

• Skilled analysts from our network of security specialists supporting your 

organisation from our dedicated SOCs.

• Fine tuning of rules to minimise false positives and maximise threat hunting 

effectiveness. 

• Dedicated reporting – to help you demonstrate regulatory compliance. 

• Expert knowledge of Kusto Query Language (KQL) – to support effective data 

analysis.

• Choice of service level – consistency across all your BT security controls.

https://aka.ms/MISAproducts

THE BENEFITS OF A MANAGED SERVICE FROM BT

Learn More

Managed Endpoint Microsoft

Find out more at

www.bt.com/security

Contact
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