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ISM provides a flexible
approach to security

services working with
businesses to help
them rapidly adopt
cloud technology to
protect against cyber
attacks.
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100% Canadian cloud
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Microsoft Gold Partner

24]/7 expert assistance
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Cloud Ops
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Secured Monitored Protected Integrated
« Centrally manage * Integrated » Avoid costly business » Azure AD Integration
security using Azure management & security disruptions . Azure Backup On-
Security Center alcrodss your hybrid  Meet compliance goals Premise
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Vulnerability _  Protect your data « Azure Site Recovery
Assessment * Monitor, manage, & against ransomware & DRaaS
help secure your human errors with
environment Azure Backup
* Increased visibility &
control



Governance, contract, vendor management

ManagelQ multi-cloud management platform

Insight Control Automate Integrate
Discovery, monitoring, Security, compliance, IT process, task & Systems management,
utilization, performance, alerting, policy-based event, provisioning, tools & processes, event
reporting, analytics, resources & workload management consoles, CMDB, RBA,
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ISM AppOps provides application product teams
who are responsible for the development and
operations of customer applications. Including:

O Complete lifecycle management of
applications (deployment, restarts,
teardown, scaling)

U Lifecycle management of services (creating,
binding, tearing down databases)

O Ability to view logging, metrics and debug
data for applications
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Benefits include:

O Easier hiring and training, as each group need
know fewer technologies

Faster iterations due to reduced coupling between
apps and deployment

Quicker debugging due to smaller problem space

De-duplicated efforts - the platform is instantly
reusable, as opposed to reinventing/sharing
handcrafted deployment techniques

All the things that are good about DevOps, without
the heavy lifting
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Cloud Sentry
Standardized, global, and secure cloud

Managed Platform Services O Microsoft Sentinel (SIEM)
Microsoft Security Services T i secu re
Dashboards | Data Connectors |

Azure Active Directory 4 Azure Identity Protection

Playbooks

Analytics

Microsoft Defender for Microsoft Information -
Cloud Protection Community
@ Microsoft Defender for “‘«‘\ Microsoft Web App Workspace

Cloud Apps &= Firewall (WAF)
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Endpoints Servers
Advanced SOAR

Microsoft Cyber Defense
et oo I — | Q. Operations Center

Applications Containers

Documents 10T devices - -ti i i
Erent R > 3,500 full-time security professionals
Cloud Apps Azure App Services 6-5 tri"ion gIObaI Slgna|S da”y
$1 billion annual cybersecurity
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Why Cloud Sentry?

©
0%
savings

Infrastructure

(B0 %

Licensing
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Labor

Neutralize Capital spend for
infrastructure supporting SIEM
and SOAR functions

Opex spend aligned to
business usage

Office E5, G5, F5, A5 provides
5MB of data ingestion to SIEM
per user per day for free

Metallic partnership provides
deep discounts

Microsoft tier 1 Cloud Solutions
Provider (CSP) offers

Lower labor cost because
compute and storage move to
cloud

Lower labor cost when you use
SaaS and PaaS services

Economies of scale
incorporated for use with larger
customers
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end to end managed
people expertise & technology leadership

Established 48 years ago, we are a trusted technology integrator delivering fully managed end-to-
end services. Areas of expertlse iInclude Cloud, Network, Analytics, Infrastructure, & Professional

Services.

We are a wholly owned subsid‘iaryﬁof Kyndryl Canada. Our full suite of services combined with our
global partner ecosystem deliver exceptional value & business outcomes for our clients.

Headquartered in Regina,Saskatchewan, ISM has sales and delivery teams across Canada,
focused on delivering global solutions with local resources for our clients and partners.
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