
Microsoft Defender for Identity

Identify, detect, and investigate advanced threats, 
compromised identities, and malicious insider actions 

directed at your organization.
Manage and protect connection points for better hybrid work experiences and 

lower total cost of ownership with Intune.

Monitor users, entity behavior, and activities 
with learning-based analytics.

Set up the Azure ATP portal

Review the prerequisites for Azure ATP 
architecture and the requirements for Azure 
ATP sensors

Configure the connection point proxy and 
internet connectivity options for Azure ATP 
Sensor.

Enable Azure ATP to make remote calls to 
SAM

Review Azure ATP status alerts and connect 
the Active Directory forest
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