
Connection Through a Secure Access Server

Connect Meeting Room Architecture

• Continuant dedicated VLAN request for a segregated AV network

• Specific ports and protocol request

• Systematic device updates and management

• DMZ request for secure access server

Protected Meeting Environment

• Continuant engineering and device administrator roles configured for access

• Utilizes Continuant active directory and multifactor authentication

• Device access audit, updates, and health check monthly

• No information stored on the secured access server

Remote Managed Services

• ISO 270001 compliant

• Security testing and training

• Specialized department to administrate customer facing connectivity

• Safeguarded from unwarranted employee access through HR procedure

• ServiceNow password management


