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Framework
One thing is clear: the cloud works. It increases agility and drives huge savings in time and costs 

for organizations. But it also creates a range of new challenges: multiple cloud vendors, 

consumption and cost management, not to mention security and compliance. That’s why we’ve 

engineered our Cloud Foundations Framework (CFF).  Built on the Microsoft Azure Cloud, CFF 

automates the provisioning and configuration of all your security and management services to 

oversee your entire cloud estate in one place, and securely speeds up your journey to cloud. 

Accelerate & Optimize Cloud Adoption with the Microsoft Azure Cloud

The Accenture Cloud Foundations Framework (CFF) consists of pre-built and pre-hardened IAC/CAC 

automation CI/CD pipelines and security control mapping templates to rapidly provision and accredit 

Microsoft Azure Government cloud for the federal government.  The result is a Cloud Control Plane 

(CCP) that rapidly enables federal agencies to centrally manage and secure the cloud estate across 

Microsoft Azure and Microsoft 365 clouds (as well as other clouds and endpoint devices as needed)
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Common Use Cases

The CFF has a flexible architecture designed to be the 80% solution and can be tailored to meet 

each customer’s unique mission needs and requirements.  This includes the use and/or 

integration with your existing tools and processes.  The CFF shifts focus from building to 

integrating which enables agencies to reduce time to build and accredit cloud services and to 

jumpstart migration and innovation in the cloud.   Below are common uses cases for the CFF:

CFF templates can significantly reduce the time it takes to stand up a brand-new 

tenant that secure and compliant with a comprehensive cloud management and 

security management control plane.  Additional CFF Templates have been pre-

hardened to meet FedRAMP High and DoD IL4/IL5.

Standup a new Azure Tennant 

CFF was designed from the ground up to accelerate the implementation of cloud 

in alignment with NIST 800-207 Guidance and Executive Order M-22-09 Moving 

the U.S. Government Toward ZT Cybersecurity Principles  

Upgrade Multi-Cloud Security To Zero-Trust

Transform and modernize legacy multi- and hybrid-cloud management and security 

services using CFF cloud-native Cloud Control Plane (CPP) with potential to 

reduce costs associated with 3-party tools by up to 70% by eliminating hosting 

fees, licensing fees, and O&M labor and moving to consumption-based PaaS 

services

Optimize Management & Operations Costs For Existing 

Multi-Cloud Operations

Pre-built automation blueprints to implement a secure Azure VDI solution that 

provides single point of entry with role-based conditional access to allowed cloud 

resources and complete visibility into all end-user activity with multi-layered 

monitoring and continuous risk assessment  

Optimize & Scale Out Remote Desktop Services to the Cloud 


