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LETSBLOOM PAAS – HOW IT WORKS
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PHYSICAL SECURITY

GLOBAL INFRASTRUCTURE HARDWARE SECURITY AND RESILIENCE

REGIONS AVAILABILITY ZONES EDGE LOCATIONS
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BLOOM CONTINUOUS INTEGRATION AND CONTINUOUS DEPLOYMENT 

BLOOM PAAS SECURITY AND RESILIENCE

OS, NETWORK, DATABASE CONFIG DATA ENCRYPTION PAAS IDENTITY & ACCESS MGMT.

BLOOM SECURITY AND COMPLIANCE ENGINE

CUSTOMER DATA

APP IDENTITY & ACCESS MGMT. CLIENT SIDE DATA ENCRYPTION DATA INTEGRITY

APPLICATION SECURITY AND RESILIENCE

CUSTOMER

RESPONSIBLE FOR 
SECURITY AND 

RESILIENCE OF THE 
‘APPLICATION’

RESPONSIBLE FOR 
SECURITY AND 

RESILIENCE OF THE 
‘PLATFORM’

CLOUD SERVICE 
PROVIDER

RESPONISIBLE FOR 
SECURITY AND 

RESILIENCE OF THE 
‘CLOUD’


