
Cybersecurity Assessment: Get an 
overview of your risks
Founded in 2001, Approach, a Belgian company specializing in cybersecurity, has more than 80 people spread
across two sites in Belgium and is ISO 27001 certified. Our mission is to build the digital trust necessary to
guarantee the success and growth plans of our clients. Our cyber-resilient approach is at the same time strategic,
proactive, and pragmatic. It involves people, processes, and technology through five pillars: anticipate, prevent,
protect, detect & respond, and recover.

Hundreds of public and private companies in all sectors have already trusted us to protect their data and drive
their digital transformation.

Our offer
Get a comprehensive overview of your cybersecurity risks
and improve your security posture on your Microsoft
ecosystem.

Cyber security and data protection are front-of-mind for
every organisation, and they should be able to assess and
measure information security continuously.

Approach provides this assessment through a
combination of automated scans with CSAT technology
and manual analyses, using the CIS TOP20 and Microsoft
Zero Trust Architecture as internationally recognised
standards to assess your Microsoft environment security
posture.

Relevant and contextualized recommendations and an
action plan to improve your security are provided by
Approach’s experts. It is the perfect way to maximise
security and demonstrate that your organisation takes
security seriously.

The Microsoft Cybersecurity Assessment can be
integrated into a broader assessment scope upon
customer demand.

P i v o t i n g  t o  a  r e m o t e  w o r k i n g  m o d e l  w i t h  l i t t l e  t i m e  t o  p r e p a r e  
i s  o p e n i n g  y o u r  o r g a n i s a t i o n  u p  t o  n e w  t h r e a t s .  

T h e  i n c r e a s e  i n  t h e  n u m b e r  o f  r a n s o m w a r e  a t t a c k s  i s  a  d a i l y  
f a c t  - w i l l  y o u  b e  a b l e  t o  r e a c t  f a s t  a n d  e f f e c t i v e l y  i f  i t  
h a p p e n s  t o  y o u ?

Why assess your Microsoft posture now? 



1. Intake and Installation
We first perform an audit of your technical infrastructure and check your endpoints and network 
access. After that, we install and configure the CSAT software. 

2. Data Collection and Scanning
We scan endpoints, Active Directory and Azure Active Directory, Office 365, SharePoint and Intune. 
And assess resources in the Azure Subscription.

3. Interviews and Manual Checks
We interview key IT staff within your organisation and perform a manual check of additional 
components not automatically scanned by CSAT.

Project agenda

Maximised Security

Fast Action Plan

Continuous Protection

Cost Control

Key Benefits

4. Reporting and Recommendations
After analysing the collected data, we provide you with the results in a final report including an 
action plan.

5. Presentation of Results
We present you with our findings and provide our recommendations.

Tailored to your needs and budget. 
No unnecessary expenses

Secure your Microsoft environment 
from potential threats and breaches

Outsource the security 
management to our specialists

Full transparency

Why choose us? 
• 20 years of experience in security consulting, audit and assessment services. 

• A combined expertise in Cybersecurity, Microsoft and GRC.

• The best approach for your environment, risk profile, resources, and budget. 

• Testing that combines technology-based review, human review, and awareness.

• We work closely with your teams and partners to address security gaps and increase the level of 

awareness.

• Our Certified Experts are members of a community of experienced and smart security 

researchers.

• APPROACH is certified ISO 27001 for all its business activities, a strong proof of quality.

The project can be performed within 5 business days (depending on the availability of both 
organisations).

Clear View
Get a clear overview of your 
security posture
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