Microsoft Build Intent Workshops

Securing Microsoft Cloud

CGil is a Microsoft Partner and offers complementary Build Intent
Workshops intended to guide select Microsoft customers through the
services available to them through Microsoft 365 E5 licenses while
the Microsoft program is active. The timeframe of these workshops
spans 4 weeks with significant interactions with the organization’s
CISO, CSO, CTO CFO, Security Architects, IT Security, and
Governance teams. To ensure realized value by the organization,
staff participants engage and configure policies, features, and
reporting tools under the guidance of experienced cloud security
experts.

Workshop Proposal

Protect and Govern Sensitive Data

This workshop helps customers protect sensitive data in their
environment by enabling core features of the Microsoft Purview
Portfolio they already own. The workshop helps you show a customer
how to get started with Microsoft Purview risk and compliance
solutions that can help manage and monitor their data, protect
information, minimize compliance risks, and meet regulatory
requirements. Workshop topics include:

e Describing how to solve business solutions using the
Microsoft Purview tools the customer already owns;

e Helping the customer quickly identify, triage, and act on risky
user activities;

e Providing the customer with additional capabilities when
conducting security and forensic investigations in Microsoft
365;

e Developing next steps to guide a customer through a broader
Microsoft Purview rollout.

CGlI’'s Cloud Security
Strategy Pillars

ADAPTABILITY AND DIRECTION

e Assessments
e Roadmaps
e Operating models

PATTERNS AND PLATFORMS

¢ Digital platform enablement
e App enablement
e Accelerators

SECURITY AND GOVERNANCE

e Governance modernization
e Security enablement
e Security coaching & advisory

OPTIMIZATION AND RESILIENCY

e Reliability assessments
e Operations accelerators
e Chaos consulting



How it delivers value

CGl Cloud Security Services helps organizations:

Increase the usage of the Microsoft Purview tools and
services the customer already owns but is not using;
Introduce the organization to Information Protection and
Data Loss Prevention using the Microsoft Purview platform
solution;

Implement notifications policies to increase end user
awareness of the privacy and regulatory risks of sharing
sensitive data;

Help the organization to quickly identify, triage, and act on
risky user activity by implementing a basic Insider Risk
Management system;

Provide the organization with a basic Information Protection
and Data Lifecycle Management implementation that can
easily be extended to an organization-wide deployment;
Provide the organization with a basic implementation of a
solution to monitor, investigate and mitigate Insider Risks;
Define a set of recommendations and next steps that will
help the customer understand the steps to take to an
organization-wide deployment of Information Protection and
Data Lifecycle Management, Data Classification and Insider
Risk Management using Microsoft Purview tools and
services they already own.

To find out how CGI can help with your Cloud Security Strategy,
contact Mark van Engelen (mark.vanengelen@cgi.com), Adam
McMath (adam.mcmath@cgi.com or Kevin Francis
(kevin.francis@cgi.com).
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About CGl

Insights you can act on

Founded in 1976, CGl is among the
largest IT and business consulting
services firms in the world.

We are insights-driven and
outcomes-based to help accelerate
returns on your investments. Across
hundreds of locations worldwide, we
provide comprehensive, scalable
and sustainable IT and business
consulting services that are
informed globally and delivered
locally.

For more information

Visit cgi.com
Email us at info@cgi.com


https://www.cgi.com/
mailto:info@cgi.com
mailto:mark.vanengelen@cgi.com
mailto:adam.mcmath@cgi.com
mailto:kevin.francis@cgi.com

