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An Integrated Cybersecurity Solution
A 24x7 managed security solution leveraging Microsoft Sentinel and the Microsoft 365 Defender ecosystem of 

capabilities to keep your organization secure. This includes Microsoft Defender for Office 365, Microsoft Defender for 

Endpoint, Microsoft Defender for Identity, Microsoft Defender for Cloud Apps, Microsoft Defender for Cloud, and 

Microsoft Sentinel to protect your identities, endpoints, cloud apps, email, and documents from advanced attacks, 

malware, and data breaches.

Managed Detection and Response

with Microsoft (MDR)

The value of Managed Detection and 

Response with Microsoft (MDR)

• Delivers 24x7 Cybersecurity Expertise to 

the customer at a fraction of the cost of 

setting up an internal SOC.

• Reduces noise from alerts and false 

positives

• Allows IT analysts and teams to stay 

focused on day-to-day activity.

• Provides actionable intelligence on high 

severity threats.

• Delivers trusted and ongoing monitoring of 

all threats and malicious behavior.

Respond

Upon Customer’s authorization, Dell Technologies will perform
recommended threat response actions.

Investigate

Microsoft Sentinel and Microsoft 365 Defender helps Dell
Technologies analysts investigate the full path of an attack
based on shared signals.

Remediate

By combining the power of an Extended Detection and
Response solutions with the expertise of Dell Technologies
cybersecurity analysts, you can have confidence in the security
of your environment and receive help to mitigate threats
effectively and quickly. MDR includes up to 40 hours of alert
related remediation per quarter.
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To learn more, contact your Dell Technologies Sales Representative

Remote Incident Response Initiation

MXDR includes up to 40 hour per year of Cyber incident
response initiation.

Quarterly Review

Dell Technologies Services will support Customer through 
continual improvements to Customer’s security posture. Dell 
Technologies Services and Customer will review trends and 
notable activity observed within. Customer’s IT environment 
through Microsoft Sentinel and M365 Defender and discuss 
recommendations on how to defend against threats.


