
Microsoft Intune has enabled

Modern Device Management

Microsoft Intune enables modern device management for 

the remote workforce

Desktops, laptops, tablets and smartphones can all be 

managed over-the-air

A successful Intune implementation requires the right 

policies, profiles and rules

Mobile Mentor’s Intune Security Baseline is a proven 

configuration that works

Mobile Mentor is a Microsoft Gold partner.  You are in safe 

hands.



Step 1: Discovery

Mobile Mentor performs a short technical 

discovery to understand your business, 

existing security policies and priority use-cases



Step 2: Configuration

We configure your Intune 

environment with security pol icies, 

profi les, compliance rules.  

These are proven configurations, 

adapted to your business and 

security requirements.



Step 3: Knowledge Transfer

Our Microsoft cert if ied engineers 

transfer knowledge to your Intune 

Administrator(s) through a hands -on 

training session.

We also provide a technical 

document that explains the Intune 

Security Basel ine.



“I really appreciate you taking 

this balanced approach to 

security and user experience. 

We need to be very deliberate 

and ensure we take everyone 
on the journey.” 

Joel Reeves

CIO

Security Baseline



Outcomes 

All the work can be performed remotely and 

delivers the fol lowing outcomes:

1. Proven configuration for Intune  

2. Balance of security and user experience

3. Knowledge transfer to your engineers



You are in safe hands with Mobile Mentor

Mobile Mentor engineers are certified by Microsoft, Apple and 

Google as part of Android Enterprise. We monitor updates to 

Microsoft Intune, Windows, macOS, Android and iOS so we 

can anticipate upcoming changes and keep your 

environment secure.

Our customers have consistently rated our service above 95% 

for 15 years now.  You are in safe hands with Mobile Mentor.


