
Crayon Security Workshop

Crayon Security Workshop designed as 1 month engagement. 

It enables customers to identify real-time threats in their environment.

Workshop is divided into 5 stages:

● Analyze customer 

requirements, volume of 

security information, sources 

of information, quality

● Scoping & deployment Azure 

Sentinel in production 

environment with integration 

with 1-2 workloads

● Monitoring phase dedicated to 

analyze gathered data

● Discovery phase that shows 

security flaws in environment

● Next steps showing how to 

increase the level of security

Crayon Security Workshop is designed as 1 month engagement. It enables 
customers to identify real-time threats in their Azure, AWS, or on-premise 
environment.

The workshop delivers value by educating and implementing security 

controls and is exclusively focused on customer environment and needs. 

It's based on real data and immediately delivers actionable steps for the 

future.


